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Abstract/ Executive Summary 

The purpose of this project is to develop an IoT electric meter, which would collect all the meter 

data. The IoT meter will send the necessary meter data filtering out irrelevant ones to a central 

server via a wireless communication mean. The data of all the meters will be processed in the 

central server, and decisions should be taken using the central server. If any sort of tampering is 

attempted, the server should give an immediate automated response and turn off the power supply. 

Also, if the bills are due, the server would warn the user, and then if necessary would cut off the 

line. Last time, when we demonstrated our work to our respected supervisor, the Energy 

measurements were not properly calibrated and not giving expected readings. And without his 

approval to our solution to this problem, we proceeded with our thesis defense. 

Keywords: IoT; Electricity; Meter; ADE7758; ESP8266.  
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Chapter 1 

Introduction 

1.1 Introduction to Energy Metering 

Ever since 1882, when Edison Electric Illuminating Company of New York first supplying 

electricity to homes of Manhattan, it has played the most important part in the modernization our 

lives. For a developing country like Bangladesh ensuring availability of electricity in every corner 

of our country is a huge challenge. Approximately 77.9% of the people in the country have access 

to electricity [14]. Now the new challenge is to make the best use of the electricity available. Even 

at recent times, supply of electricity was administered fully by a traditional analog electric meter 

in our country. However, these meters are slowly declining in popularity with the advancement of 

technology. The main problem regarding these meters are that they can only give consumers 

monthly consumption readings. Therefore the consumers are unaware of their daily usage of 

electricity. So, consumers may unwillingly at times misuse and waste a large amount of electricity 

which is a large drawback for the energy sector of this developing nation. However, smart meters 

overcome the limitations of the analog meters by providing energy data on a daily basis. It can 

make people aware of their usage and ensure the efficient use of electricity. Also, as consumers 

start using electricity in a smarter more efficient manner, less electricity will be consumed and 

bills will lower as well. Wastage of electricity would be also be reduced sharply and as a result lot 

more people would get access to electricity. 
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1.1.1 Analog Meters 

 

Figure 1. 1: Electromechanical Induction Meter [14] 

When the distribution of electricity first started, people used a traditional analog meter to measure 

the amount of electricity used. A traditional analog meter is actually the electromechanical 

induction type watt-hour meter. And it’s the most common type of watt-hour meter and has been 

in use for a long time now [2]. It has a rotating aluminum disc mounted on a spindle between two 

electromagnets, speed of rotation of the disc is proportional to the power and this power is 

integrated by the use of counter mechanism and gear trains. It has two silicon steel laminated 

electromagnets called series and shunt magnets. Firstly, the series magnet has a coil which has few 

turns of thick wire connected in series with line whether shunt magnet carries coil with many turns 

of thin wire connected across the supply. Breaking magnet is a type of permanent magnet which 

moves the disc to a balanced position by applying a force opposite to normal disc rotation and also 

use that to stop the disc while power is off. Again, series magnet produces the flux that is 

proportional to the current flowing whether shunt magnet produces the flux proportional to the 

voltage.  Both of the fluxes lag only by 90 degrees due to their inductive nature. From the 

interaction of these two fields generates eddy current in the disk, exerting a force that is 

proportional to the product of instantaneous voltage, current, and phase angle between them. The 
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shaft of the aluminum disc is connected in such an arrangement that it records a number that is 

proportional to the number of revolutions of the disc [4]. Then this gear arrangement sets the 

number in a series of dials and indicates the energy consumed over time. This type of meter is 

simple to construct and less accurate due to creeping and other external fields. A major problem 

of these types of meters is they can be tampered very easily, so an external monitoring system is 

required for security. As these types of meters are very commonly used in domestic and industrial 

applications [4]. Figure 1.1 [14] shows an Electromechanical Induction Meter. 

1.1.2 Digital Electronic Meters 

 

Figure 1. 2: Digital Electronic Meter [15] 

These meters use high performing microprocessors and digital signal processing. The voltage and 

current transducers are connected to high resolution analog to digital converter (ADC). The voltage 

and current data are multiplied and integrated by digital circuitry to measure the energy 

information after they are converted to digital samples from analog signal. These meters also can 

measure the reactive power using the phase angle between current and voltage. The 

microprocessor does this. These meters take into account the tariff, power factor, peak hours etc. 
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and is programmed to bill accordingly. Real time clock (RTC), liquid crystal display (LCD) and 

communication devices are usually also included with these meters [4]. Figure 1.2 [15] shows a 

digital electronic meter widely used in Bangladesh. 

 

1.2 Introduction to IoT 

 

Figure 1. 3: IoT Graphic [13] 

IoT is the abbreviation of the Internet of Things. IoT is the means of connecting various physical 

devices and objects throughout our surroundings to the internet. So, anyone can use connected 

devices by accessing the internet with their unique identification. The earliest examples of smart 

devices come when Carnegie Mellon University modified a soda vending machine to connect with 

the internet and report whether sodas were cold or hot. In 1999, the Auto-ID lab in Massachusetts 

Institute of Technology (MIT) first came up with the name of “Internet of Things” [12]. Kevin 

Ashton, the one who proposed liked the idea that every device can be controlled by RFID (Radio-
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frequency Identification) which will be run by computer. Then, a research article defining the 

Internet of Things was submitted in the Nordic Researchers conference which was held in Norway 

in June 2002 [12]. After that, ITU (International Telecommunication Union) of Tunisia issued a 

report on the World Summit on the Information Society (WSIS) on November 17, 2005, which 

also further improved in the idea of IoT. Cisco Systems defined the Internet of things as "simply 

the point in time when more things or objects were connected to the Internet than people" and 

estimated that the IoT was born between 2008 and 2009 [12]. 

Internet of Things is primarily the networking of physical objects that contain electronics 

embedded within the design architecture that enables them to communicate and sense interactions 

amongst each other and human user. IoT connection needs four fundamental objects to form. They 

are - data, hardware, software, and connectivity. The hardware connects digital devices with 

physical devices. Data carries information that shapes and forms IoT. Software part is used to 

analyze the data part. Like – Facebook, Google are good examples of software. They analyze data 

and create meaning out of the communication. This creates meaning out of the data from the 

hardware and completes the task that is set by the user. Connectivity connects the hardware and 

software with each other. It facilitates the transfer of information between the devices. Ethernet 

was the first connecting way then Wi-Fi, 2G, 3G, and 4G followed. As technology is upgrading it 

is growing cheaper and faster. IoT is represented by using a graphic in Figure 1.3 [13]. 
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1.3 Few Examples of IoT Applications 

1.3.1 IoT Smart Home System 

Among all IoT based systems smart home system is the most popular, important and efficient 

application that stands out the most. Smart Home technology is the future of residential-related 

technology designed to deliver and distribute a number of services inside and outside the house 

through networked devices that integrate and interconnect all the various applications and 

intelligence behind them [37]. Figure 1.4 [10] displays a smart home graphic. 

 

Figure 1. 4: Smart Home Graphic [10] 

Common accessories of smart home features: 

 Smart lighting systems, like Hue from Philips Lighting Holding B.V., can detect when 

peoples present in the room and adjust lighting accordingly. Smart light bulbs can also 

sense daylight and regulate as per needed. 

 Smart TVs connect to the internet to see channels, YouTube video, and music. Some 

smart TVs also detect voice or gesture recognition.  
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 Smart locks and openers can detect people and grant or deny access. Than use face or 

figure detectors to check. 

 Smart thermostats, such as Nest from Nest Labs Inc., have integrated Wi-Fi, allows a user 

to schedule monitor and remotely control the home temperature. 

 Smart security cameras enable residents can monitor their homes when they are on work 

or on vacation.  

 Smart motion sensors can identify the difference between residents, visitors, pets and 

burglars, and can call the police if something happens. 

 Smart gardening equipment automatically mows the lawn, waters trees, etc. 

 Smart refrigerators that keep track of item expiration dates, detect depleted item or make 

shopping lists; Smart toaster toast at a fixed time, smart microwave ovens detect if the 

food is heated or cooked, then it stops. 

 Household system monitors may, for example, sense high and low voltage and turn off 

all electronics or sense water failures or freezing pipes and turn off the water so there isn't 

a flood in your basement. 

1.3.2 IoT Smart Grid System 

The smart grid is an electrical grid which includes various operation and energy measures. It 

includes smart meters, smart appliances, renewable energy resources, and energy efficient 

resources with its network. IoT can be used for various smart grid applications such as monitoring 

power plants, predicting power generation and consumption, power consumption monitoring, 

energy storage monitoring, power demand side management and various energy production areas 

[38]. Smart grid is graphically represented in Figure 1.5 [11]. 
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Figure 1. 5: Smart Grid Graphic [11] 

After the invention of the internet, it was possible to communicate clearly from any places from 

the world. As IoT is advancing smart controlled devices increased. So, after developing Smart 

Phone and Smart Homes, people now are trying to make use of IoT on a grander scale. That is 

when smart grid theory kicked in. It was first proposed in the USA as “Energy Independence and 

Security Act of 2007” [11]. The proposition they gave are as follows:  

"It is the policy of the United States to support the modernization of the Nation's electricity 

transmission and distribution system to maintain a reliable and secure electricity infrastructure that 

can meet future demand growth and to achieve each of the following, which together characterize 

a Smart Grid:  
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(1) Increased use of digital information and controls technology to improve reliability, security, 

and efficiency of the electric grid.  

(2) Dynamic optimization of grid operations and resources, with full cyber-security.  

(3) Deployment and integration of distributed resources and generation, including renewable 

resources.  

(4) Development and incorporation of demand response, demand-side resources, and energy-

efficiency resources.  

(5) Deployment of 'smart' technologies (real-time, automated, interactive technologies that 

optimize the physical operation of appliances and consumer devices) for metering, 

communications concerning grid operations and status, and distribution automation.  

(6) Integration of 'smart' appliances and consumer devices.  

(7) Deployment and integration of advanced electricity storage and peak-shaving technologies, 

including plug-in electric and hybrid electric vehicles, and thermal storage air conditioning.  

(8) Provision to consumers of timely information and control options.  

(9) Development of standards for communication and interoperability of appliances and equipment 

connected to the electric grid, including the infrastructure serving the grid.  

(10) Identification and lowering of unreasonable or unnecessary barriers to adoption of smart grid 

technologies, practices, and services." [11] 

After that, The European Union Commission Task Force also gave a proposition for the smart grid 

[11]. Their definition of the smart grid is: 
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"A Smart Grid is an electricity network that can cost efficiently integrate the behavior and actions 

of all users connected to it – generators, consumers and those that do both – in order to ensure 

economically efficient, sustainable power system with low losses and high levels of quality and 

security of supply and safety. A smart grid employs innovative products and services together with 

intelligent monitoring, control, communication, and self-healing technologies in order to:  

  Better facilitate the connection and operation of generators of all sizes and technologies. 

  Allow consumers to play a part in optimizing the operation of the system. 

  Provide consumers with greater information and options for how they use their supply. 

  Significantly reduce the environmental impact of the whole electricity supply system. 

  Maintain or even improve the existing high levels of system reliability, quality and security 

of supply. 

 Maintain and improve the existing services efficiently." [11] 

 

1.4 Motivation 

For a developing country, making the best use of the resources available is one of the keys to 

advancement. Reducing the electricity wastage and expenditures by making people aware of their 

usage by a fast and secured medium that can be accessed from everywhere was the motivation of 

our team. In the case of using the traditional meters, there is wastage of energy and manpower. As 

conventional meters can only produce the electricity consumption of the household on a monthly 

basis, there is a scope in this technology to explore a new development for the benefit of the 
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consumers as well as themselves. Also, for conventional digital meters, you have to go to the meter 

and look at its reading time and time again to keep tabs on the expenditure. And for analog meters, 

consumers cannot know how much each unit of current costs and at the end of the month when the 

sum total of the cost billed, this is a huge drawback for them and more complaints stack up against 

the authorities. So the only way to keep track of the energy consumption from the user end was 

through manual data collection which is never a feasible option for any consumer. Therefore, our 

motivation to start the project is to eliminate these problems and make life easier for everyone. 

1.4.1 Importance of IoT Smart Energy Meter in Bangladesh 

Analog electromechanical induction type watt-hour meter is normally used in our country some 

years ago. Now because of the steps taken by our government, prepaid meters are taking the place 

of the analog meters. These meters require prepaid bills to be paid to the relevant authorities to 

start and run. It has a keypad on it. Prepaid meter is directly controlled by the government control 

station.  The consumer has to input various codes in the keypads to recharge balance, check 

balance, and check electricity consumption. It eliminated most of the accounts received and human 

involvement of the government. It also has reduced corruption and electric theft in our country as 

it is very closely monitored by the government.  

The type of system we worked on in our thesis is a type of upgrade on the existing system. Our 

system is run by IoT technology, meaning it is connected to the internet and communicates 

wirelessly. Aforementioned IoT based smart meters will be connected to the internet server. The 

consumers will have their unique username and passwords to access the server and see their 

consumption history and cost at lowest time intervals. As users can access it via the internet, they 

can check from anywhere. The server will be run by government officials who will oversee any 

kind of inconvenience in the electric meters installed. It will also increase the security of the meter. 
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If any problem arises consumers can file a complaint to the electricity provider much sooner by 

using their server. Unlike existing digital meters users don’t have to go to nearest electricity 

providers’ offices to get the prepaid codes, in this meter, they can pay their charges using credit 

cards or mobile payment systems such as bKash which will be faster and more convenient. 

 

1.5 Objective 

The main purpose of this thesis project is to make people aware of their energy consumption in 

their homes or workplaces to ensure efficient and low-cost use of electricity. We are taking the 

electricity consumption data from the meter and then upload it to an internet server. Consumers 

will use their own unique username and passwords to access the server where they can see their 

daily consumption rate with costing data. Here we want to achieve the following goals: 

 Get accurate data readings within the shortest time. 

 Keeping a structured database of the consumptions for the user and the electricity provider. 

 Creating an opportunity for the administration to constantly monitor meter consumptions 

and keeping a record of it to reduce corruption in the energy sector. 

 Better meter data security 

 Smart payment and recharging system for higher convenience.  
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1.6 Scopes in Our Country 

Analog electromechanical induction type watt-hour meter have been normally used in our country 

for some years. Now because of the steps taken by our government, new smart prepaid meters are 

taking the place of the analog meters. These meters require prepaid bills to be paid to the relevant 

authorities to start and run. It has card punching system on it, which is basically RFID system.  A 

Registered Customer has to punch his card containing information on the prepaid balance and 

validity, to recharge balance, check balance, and check electricity consumption. It eliminated most 

of the accounts received and human involvement of the government. It also has reduced the 

corruption and electric theft in our country as it is very closely monitored by the government.  

The type of system we worked on in our thesis is a type of upgrade on the existing system. Our 

system is run by IOT technology, meaning it is connected to internet and communicates wirelessly. 

Aforementioned IOT based power meters will be connected to a single internet server. The 

customers will have their unique username and passwords to access the server and see their 

consumption history and cost in lowest time intervals. As customers can access it by internet, they 

can check from anywhere. The server will be run by government officials who will oversee any 

kind of inconvenience in the electric meters installed. It will also increase the security of the meter. 

If any problem arises customers can file complaint to government much sooner by using their 

server. Unlike existing smart meters customers don’t have to go to nearest electric authority’s 

office to get the prepaid codes, in this meter they can pay their charges using credit cards or systems 

like BKASH which will be faster and hassle free. 
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Chapter 2 

Proposed Design of the system 

The proposed design consists of the Microcontroller Unit (MCU), the Meter Circuit, the Wi-Fi 

Module, the Server, LCD, RTC and a Current Transformer (CT). The components are connected 

as per Figure 2.1. Load is connected to the Meter Circuit through a CT. The CT scales the large 

current values to small standardized values which are proportional to the primary values but easier 

to measure. A Reference Voltage (220V) is also connected to the Meter Circuit for measuring and 

calibration purposes. The Meter Circuit is connected to the MCU, and data from the Meter Circuit 

after measurement is sent by using SPI. This communication is both way, i.e. data can be sent from 

the meter to the MCU and vice versa. The Wi-Fi Module is connected to the MCU through the TX 

and RX connections. Data is sent and received both way to and from the MCU to the Wi-Fi Module 

respectively using UART. The Wi-Fi Module is used to send and receive data to and from the 

Server respectively by accessing the internet. For this process TCP protocol is used. The Server 

uses the measurement data to calculate energy readings and present the information online to the 

user or electricity provider. A RTC is connected to the MCU to keep track of the real time 

information, it uses TWI to send and receive data to and from the MCU respectively. An LCD is 

also connected to the MCU for visuals signaling confirmation, connection etc.  
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Figure 2. 1: Block diagram representing the proposed design of the system 

 

The five major segments: Meter Circuit, SPI communication between Meter Circuit and MCU, 

UART communication between MCU and Wi-Fi Module, TWI communication between RTC and 

MCU and the server along with the website, of the proposed system has been elaborately discussed 

in the upcoming chapters.  
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Chapter 3 

Meter 

3.1 Introduction to Meter Integrated Circuits (ICs) 

Information at this day and age is of immense value. The importance of data collection cannot be 

underestimated in any way since it is the driving force behind study, further analysis and research. 

Electricity providers or companies understand the benefits of data and therefore their demand for 

additional information from energy meters is always on the rise. Specifically, energy meters used 

in residential premises are often restricted to kilowatt-hours. Reactive energy measurement, multi 

tariff billing, data security and power quality measurement are a few of many new and popular 

properties that can be added as an extension along with the energy data with more information 

from the meter. These features will strongly revamp the production of electricity, its distribution, 

troubleshooting and electricity billing. Furthermore, not to mention, more information leads to 

more accurate energy data. But these high requirements cannot be achieved through the use of 

electromechanical meters. Thus the meter manufacturing industry has come up with fully 

electronic solutions in the form of energy measurement integrated circuits (ICs). These ICs possess 

a much higher degree of accuracy, reliability and power along with the attractive additional 

features [16].  

The most prominent developer of energy meter ICs is Analog Devices. They put forth their 

expertise in designing high performance analogue to digital converter (ADC) to evolve electronic 

energy meters. The ADE (Analog Devices Energy) measurement ICs integrate highly accurate 

ADCs with fixed function digital signal processing (DSP) [16]. They directly interface with current 

and voltage sensors and execute all the necessary calculations for metering purposes. A Serial Port 
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Interface (SPI) is also available on some of the ADE ICs [16]. This allows communication with a 

microprocessor to administer the functionality, execute digital calibration, and interpret the 

measurement results. This is huge positive because meter designers will now no more need to 

spend hours developing algorithms in microprocessors to do the calculations and calibrations. 

Moreover, solutions with high functionality can also be implemented in much shorter time. 

 

3.2 Meter ICs Studied 

There are a number of ADE ICs available. But all the different types consist of distinct additional 

features along with their basic metering capacity. Single phase metering ICs; polyphase metering 

ICs; metering ICs with active, reactive and apparent energy measurements; metering ICs with only 

active energy measurements; low power metering ICs; ICs with harmonic monitoring property; 

Metering ICs with and without SPI compatibility and so on. The list continues as each IC suits a 

particular metering purpose. For our project, we studied four different ADE ICs. These are the 

ADE7751, the ADE7753, the ADE7754 and the ADE7758. 

The ADE7751 is a high-accuracy, fault-tolerant electrical energy measurement IC that is intended 

for use with 2-wire distribution systems. The accuracy of this IC surpasses the IEC1036 standard. 

The reference circuit and the ADCs are only circuitry analog in this IC. All the other signal 

processing is done digitally. Thus superior stability and accuracy can be achieved even at extreme 

environmental conditions and over time. It includes a fault detector which warns of fault conditions 

and bills accurately during any fault occurrences. The IC provides average real power data and 

also has a power supply monitoring circuit. The ADE7751 is available in 24-lead DIP and SSOP 

packages [17]. The functional block diagram is given in Figure 3.1 [17]. 
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Figure 3. 1: Functional Block Diagram of ADE7751 [17] 

The ADE7753 incorporates proprietary ADCs and digital signal processing for high accuracy in 

varying environmental states and time. It features two second-order 16-bit Σ-Δ ADCs, a selectable 

on-chip digital integrator, reference circuitry, temperature sensor and all the signal processing 

required to carry out active, reactive and apparent energy measurements, line-voltage period 

measurement and RMS calculation on the voltage and current. The chip includes a serial interface 

to read data and a pulse output frequency. It also has different system calibration features. The 

positive only accumulation mode provides the option of accumulating energy only when positive 

power has been detected. There is also an interrupt status register to point out the nature of the 

interrupt. The ADE7753 is available in a 20-lead SSOP package [18]. The functional block 

diagram is given in Figure 3.2 [18].  
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Figure 3. 2: Functional Block Diagram of ADE7753 [18] 

The ADE7754 is a highly accurate polyphase electrical energy metering IC with serial interface 

and a pulse output. It features second-order Σ-Δ ADCs, temperature sensor, reference circuitry, 

and all the signal processing required to carry out active, reactive and apparent energy 

measurements, and RMS calculations. The ADE7754 provides distinct solutions for measuring 

active and apparent energy from the six analog inputs, therefore enabling the use of the IC in 

various power meter services such as 3-phase/4-wire, 3-phase/3-wire, and 4-wire delta. It also 

provides system calibration features for each phase. The ADE7754 incorporates a waveform 

sample register that enables access to ADC outputs. It also contains a detection circuit for short 

duration low or high voltage variations. The SPI serial interface is used to read data from the 

ADE7754. The IC is available in a 24-lead SOIC package [19]. The functional block diagram is 

given in Figure 3.3 [19]. 



20 

 

 

Figure 3. 3: Functional Block Diagram of ADE7754 [19] 

The ADE7758 is highly accurate three phase energy measurement IC. It has a serial interface and 

two pulse outputs. It features second-order Σ-Δ ADCs, a digital integrator, a temperature sensor, 

reference circuitry, and all the signal processing required to carry out active, reactive and apparent 

energy measurements, and RMS calculations. The ADE7758 is appropriate for measuring active, 

reactive, and apparent energy in various 3-phase configurations, such as WYE or DELTA services, 

with both three and four wires. The ADE7758 incorporates system calibration features for each 

phase, that is, RMS offset correction, phase calibration, and power calibration. The APCF logic 

output provides active power data while the VARCF logic output gives instantaneous reactive or 

apparent power information. The ADE7758 comes in a 24-lead SOIC package [20]. The functional 

block diagram is given in Figure 3.4 [20]. 
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Figure 3. 4: Functional Block Diagram of ADE7758 [20] 

 

3.3 Comparison of Meter ICs 

ADE7754 ADE7753 ADE7751 ADE7758 

Poly-phase Multi-

Function 

Energy Metering IC 

with Serial Port 

Single-Phase 

Multifunction Metering IC 

with di/dt Sensor Interface 

Energy Metering IC 

with On-Chip Fault 

Detection 

Poly Phase 

Multifunction 

Energy 

Metering 

IC with Per 

Phase 

Information 

#High Accuracy, 

supports IEC 

687/61036. 

Compatible with 3-

phase/3-wire, 3-

phase/4-wire and 

any type of 3-phase 

services. 

#High accuracy; supports 

IEC 60687/61036/61268 

and IEC 62053-21/62053-

22/62053-23. 

 

#High Accuracy, 

Surpasses 50 Hz/60 Hz 

IEC 687/1036 

 

#Highly 

accurate; 

supports IEC 

60687, IEC 

61036, IEC 

61268, IEC 

62053-21, 

IEC 62053-
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22, and IEC 

62053-23 

#Compatible 

with 3-

phase/3-wire, 

3-phase/4-

wire, and 

other 3-phase 

services 

#Less than 0.1% 

error in Active 

Power Measurement 

over a dynamic 

range of 1000 to 1. 

#Less than 0.1% error in 

active energy measurement 

over a dynamic range of 

1000 to 1 at 25°C. 

#Less than 0.1% Error 

over a Dynamic Range 

of 500 to 1 

#Less than 

0.1% active 

energy error 

over a 

dynamic 

range of 1000 

to 1 at 25°C 

#The ADE7754 

supplies Active 

Energy, Apparent 

Energy, Voltage 

rms, Current rms and 

Sampled Waveform 

Data. 

#Active, reactive, and 

apparent energy; sampled 

waveform; current and 

voltage rms. 

#Supplies Average Real 

Power on the Frequency 

Outputs F1 and F2 

#Supplies 

active 

/reactive 

/apparent 

energy, 

voltage RMS, 

current RMS, 

and sampled 

waveform 

data 

#Digital Power, 

Phase & Input Offset 

Calibration. 

#Digital calibration for 

power, phase, and input 

offset. 

 #Digital 

power, phase, 

and RMS 

offset 

calibration 

#A SPI compatible 

Serial Interface with 

Interrupt Request 

line (IRQ). 

#SPI compatible serial 

interface 

#Interrupt request pin 

(IRQ) and status register 

 #An SPI-

compatible 

serial 

interface with 

IRQ 

#A pulse output with 

programmable 

frequency 

#Pulse output with 

programmable frequency 

#Two Logic Outputs 

(FAULT and REVP) 

Can Be Used to 

#Two pulse 

outputs, one 

for active 

power and the 
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Indicate a Potential Mis-

wiring or Fault 

Condition 

other 

selectable 

between 

reactive and 

apparent 

power with 

programmable 

frequency 

 #A PGA in the current 

channel allows direct 

interface to shunts and 

current transformers. 

#A PGA in the Current 

Channel Allows the Use 

of Small Values of Shunt 

and Burden Resistance 

#A PGA in the 

current 

channel 

allows direct 

interface to 

current 

transformers 

#Proprietary ADCs 

and DSP provide 

high accuracy over 

large variations in 

environmental 

conditions and time. 

 #Proprietary ADCs and 

DSP Provide High 

Accuracy over Large 

Variations in 

Environmental 

Conditions and Time 

#Proprietary 

ADCs and 

DSP provide 

high accuracy 

over large 

variations in 

environmental 

conditions and 

time 

#An On-Chip 

temperature sensor 

(±3°C typ. After 

calibration), On-

Chip user 

Programmable 

thresholds for line 

voltage, SAG and 

overdrive detections. 

#On-chip digital integrator 

enables direct interface to 

current sensors with di/dt 

output. 

#On-chip user 

programmable threshold 

for line voltage surge and 

SAG and PSU supervisory. 

#On-chip temperature 

sensor (±3°C typical) 

#On-Chip Power Supply 

Monitoring 

#On-Chip Creep 

Protection (No Load 

Threshold) 

#On-chip, 

user-

programmable 

thresholds for 

line voltage 

SAG and 

overvoltage 

detections 

#An on-chip, 

digital 

integrator 

enables direct 

interface-to-

current 

sensors with 

di/dt output 
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 #Positive-only energy 

accumulation mode 

available 

  

  #High-Frequency 

Output CF Is Intended 

for Calibration and 

Supplies Instantaneous 

Real Power 

#Continuous Monitoring 

of the Phase and Neutral 

Current Allows Fault 

Detection in 2-Wire 

Distribution Systems 

#ADE7751 Uses the 

Larger of the Two 

Currents (Phase or 

Neutral) to Bill—Even 

During a Fault Condition 

#Direct Drive for 

Electromechanical 

Counters and 

2-Phase Stepper Motors 

(F1 and F2) 

 

#Reference 

2.4V±8% (Drift 30 

ppm/°C typical) with 

external overdrive 

capability. 

#Single 5V Supply, 

Low power (80mW 

typical). 

#Reference 2.4 V with 

external overdrive 

capability 

#Single 5 V supply, low 

power (25 mW typical) 

#Reference 2.5 V +/- 8% 

(30 ppm/°C Typical) 

with External Overdrive 

Capability 

#Single 5 V Supply, Low 

Power (15 mW Typical) 

#Reference 

2.4 V (drift 30 

ppm/°C 

typical) with 

external 

overdrive 

capability 

#Single 5 V 

supply, low 

power (70 

mW typical) 

  #Low-Cost CMOS 

Process 

 

Table 3. 1: Meter IC Comparison [17], [18], [19], [20] 
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3.4 Meter IC Selected 

All the four meter ICs studied are extremely efficient and accurate at measuring energy and 

additionally providing information specific to their characteristic properties. However, the 

ADE7753 and the ADE7754 were not available in Bangladesh to purchase. It meant that the 

options were now limited to the ADE7751 and the ADE7758. Both the meter ICs are highly 

accurate but the ADE7758’s accuracy is over a longer range than that of the ADE7751. Moreover, 

the ADE7758 had an SPI compatible serial interface with IRQ [20], which was not available with 

the ADE7751 IC. The SPI compatible serial interface is vital for integrating the chip with a 

microcontroller unit (MCU) for operating the functions, executing digital calibration, and 

interpreting the measurement results. Therefore, the ADE7758 measurement IC was chosen for 

our project, IoT energy meter. 

 

3.5 ADE7758: Poly Phase Multifunction Energy Metering IC with Per Phase 

Information 

The ADE7758 consists of a waveform sample register which leads the accessing of the ADC 

outputs. A detection circuit for short duration low or high voltage variations is also available on 

the IC [20]. The voltage threshold levels and the duration (number of half-line cycles) of the 

variation are user programmable. A zero-crossing detection is synchronized with the zero-crossing 

point of the line voltage of any of the three phases. Measurement of the period of any one of the 

three voltage inputs is possible by using this data. The zero-crossing detection is in the ADE7758 

for the line cycle energy accumulation mode, it allows faster and more accurate calibration by 

synchronizing the energy accumulation with an integer number of line cycles [20]. The SPI serial 
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interface is used to read data from the chip. The interrupt request output (IRQ) is an open-drain, 

active low logic output. The IRQ output goes active low when one or more interrupt events have 

occurred in the IC. A status register indicates the nature of the interrupt. The specifications of the 

IC is presented in detail in the ADE7758 datasheet (See Appendix A). The ADE7758 has 24 pins 

which are shown in Figure 3.5 [20] and the pin functions have been stated and briefly described in 

the appendix section (See Appendix B). 

 

 

Figure 3. 5: ADE 7758 Pin Configuration [20] 
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3.5.1 ADE7758 Test Circuit and Testing Procedure 

 

Figure 3. 6: Test Circuit for ADE7758 IC [20] 

The circuit shown in Figure 3.6 [20] has to be implemented to test the ADE7758 IC. The load is 

connected to the Meter IC via a Current Transformer (CT). The CT scales the large current values 

to small standardized values which are proportional to the primary values but easier to measure. 

The CT is connected to the Meter IC through a shunt, which is a small resistor (2.2Ω used). The 

shunt is connected across IAP and IAN pin of the Meter IC through low-pass filters. The IC 

performs measurements on this current by using the reference voltage supplied in the VAP pin of 

the IC. The 220V is connected to the pin through a voltage divider. 5V is supplied to the AVDD 

and DVDD pins for IC operation. The AGND and DGND pins are grounded. Tests can be 

performed by measuring the frequency and the temperature provided by the on-chip temperature 

sensor. The measurement results can be read and administered via a MCU connected to the SPI 

serial interface of the IC. These data are received from the ADE7758 by reading and writing to 
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specific Registers of the IC, the Register chart is given in the appendix section (See Appendix C). 

The frequency data can be achieved in a relatively straightforward manner by reading the 0x10 

Register of the IC. But the temperature reading needs some calibration. The temperature 

measurement is taken each 4/CLKIN seconds [20]. The output from the temperature sensing circuit 

is connected to an ADC for digitizing. The resultant code is processed and placed in the 

temperature register (TEMP[7:0]). This register can be read by the user and has an address of 0x11. 

The contents from the temperature register are signed and has a resolution of 3°C/LSB. The offset 

of the 0x11 register has a chance of varying significantly. Therefore, for calibration, the nominal 

value should be measured, and the equation should be adjusted accordingly [20]. 

Temp (°C) = [(TEMP[7:0] − Offset) × 3°C/LSB] + Ambient(°C) [20] 

3.5.2 Registers Used for Measurement 

The IoT smart energy meter developed is primarily for residential sector application. And since 

majority of residential electricity connection is in single phase, the meter has been developed as a 

single phase IoT smart energy meter. Therefore during development and also implementation 

phase A samples of the IC is used only. This has been done by using the Measurement Mode 

Register (0x14) and the Waveform Mode Register (0x15) (See Appendix D and E). As mentioned 

earlier, temperature of the IC from the temperature sensor is read from the TEMP register (0x11) 

while, frequency is read from the FREQ register (0x10) (See Appendix C). Both of these are for 

testing purposes. To measure the energy information, we use the VRMS and IRMS data and 

calculate the energy data on the server end. The AVRMS register (0x0D) which is the phase A 

voltage channel register is read to obtain the VRMS data (See Appendix C). Similarly the AIRMS 

register (0x0A) which is the phase A current channel RMS register is read to obtain the IRMS data 

(See Appendix C). 
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3.5.3 Calibration 

The VRMS and IRMS data obtained from the ADE7758 talked about in 2.5.9 is not the actual 

RMS Voltage and RMS Current values respectively. To obtain the actual information these data 

must be calibrated. A load-board with known variable loads is connected to the IC via the Current 

Transformer (CT). By varying the known loads several VRMS and IRMS data are obtained from 

the ADE7758. Concurrently using a multimeter the AC voltage is recorded for the different known 

loads. The AC current can be figured out for these different loads as the loads are of known value 

and also the AC voltage is measured and now known. Therefore, by following the relation between 

these two sets of data a VRMS constant and an IRMS constant is developed. These constants 

multiplied with the respective VRMS and IRMS data from the ADE7758 IC gives the actual 

VRMS and IRMS values, which are in turn used to calculate the energy information. The whole 

calculation process is performed in the server end of the IoT smart energy meter instead of the 

MCU and thus achieves results rapidly. Figure 3.7 displays The ADE7758 Meter IC circuit 

implemented on a breadboard connected with the MCU and a load-board via the CT. 
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Figure 3. 7: The ADE7758 Meter IC circuit implemented on a breadboard connected with the MCU and a load-

board via the CT 
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Chapter 4 

Serial Peripheral Interface (SPI) with ADE7758 

Serial Peripheral Interface (SPI) is a serial communication interface which is used to send data 

between multiple microcontrollers and small peripherals such as shift registers, sensors, and SD 

cards. This type of interface was developed by Motorola in the mid-1980s. Since then it has been 

very widely used as it is fast, easy to use and simple. 

In SPI communication, devices have master-slave relationship between each-other. The 

controlling device is called master and slave is usually a sensor, display or memory chip which 

takes commands from the master device. SPI bus can also operate with a single master device and 

multiple slave devices.  

 

4.1 Data Transmission  

 

Figure 4. 1: SPI Communication Overview [3] 

The Figure 4.1 above describes the connections for a basic SPI communication between a master 

and a slave device, 

Where,  

SCLK – Clock signal line 

MOSI – Master output Slave input 
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MISO – Slave output Master input 

SS – Slave Select  

4.1.1 Clock Signal  

To begin communication, master configures the clock, by SCLK signal using a frequency 

supported by the slave device, typically up to a few MHz. Each Clock cycle takes 1 bit data. [21] 

Typically master configures and generates clock signal to start SPI communication. SPI is a 

synchronous communication protocol. That means here data will go bit by bit one after another. 

Asynchronous methods don’t use clock signal like UART.  

Also, in SPI clock polarity and clock phase must be set. It sets the bit transmission timing and 

sampling whether it’s rising or falling edge. 

4.1.2 Slave Select  

To select the exact slave device which we will transmit data from the master device we have to set 

that slave’s SS line to 0. In the idle, non-transmitting state, the slave select line is kept at a high 

voltage level [21]. Also, Multiple CS/SS pins may be available on the master, which allows for 

multiple slaves to be wired in parallel. 
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4.1.3 Multiple Slaves  

 

Figure 4. 2: Single Master Multiplane Slave SPI [1] 

The figure 4.2 above shows us the connection diagram if a single master device is connected to 

multiple slave devices. 

SPI can be set up to two modes of operations, one is a single master and a single slave and other 

is single master with multiple slaves controlled by the master device. Like the figure, if the master 

has multiple slave select pins, the slaves can be wired in parallel. 

4.1.4 Steps of Data Transferring  

1. The master sends clock signal from its SCLK pin to Slave’s SCLK pin as shown in the 

figure below.

 

Figure 4. 3: Single Master Multiple Slave SPI [1] 
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2.  Then master activates the slave by switching SS/CS pin to a low voltage state. This step 

is shown in the figure below. 

 

Figure 4. 4: Master Sets SS low [1] 

3. Master then sends data one bit at a time to the slave by using the MOSI line. Slave reads 

data bits in the order received. The step is shown in the figure below. 

 

 

Figure 4. 5: MOSI sends Data Bits [1] 

4. For giving response slave returns data one bit at a time to the master using the MISO line. 

Master reads data bits in the order receive. The step is shown in the following figure.

 

Figure 4. 6: MISO receives Data Bits from Slave [1] 
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4.1.5 MOSI and MISO 

MOSI line passes data bits from master to slave devices in synchronous mode. The slave device 

receives by MOSI pin. Slave can also send back the data to master by MISO line. The order of the 

data bits is determined by the DORD bit. 

4.1.6 Advantages 

 No start and stop bits, so the data can be streamed continuously without interruption 

 No complicated slave addressing system like I2C 

 Higher data transfer rate than I2C (almost twice as fast) 

 Separate MISO and MOSI lines, so data can be sent and received at the same time. 

4.1.7 Disadvantages  

 Uses four wires (I2C and UARTs use two). 

 No acknowledgement that the data has been successfully received (I2C has this) 

 No form of error checking like the parity bit in UART 

 Only allows for a single master. 

4.2 SPI Registers  

Most of the AVRs, including the Atmel microcontrollers, use SPI protocol for communicating 

with an IC. In our case, ADE7758 supports SPI protocol for communication. So we connect it with 

an Atmega32. For SPI communication, there are three registers associated. They are SPSR (Serial 

Peripheral Status Register), SPCR (Serial Peripheral Control Register) and SPDR (Serial 

Peripheral Data Register) [22]. 
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For our initial attempt to establish an SPI Communication between the meter IC and the 

microcontroller, the necessary SPI register values were set in the following order. 

In the SPSR Register (See Appendix EE), the SPIF register was monitored after each data 

transmission and reception. 

In the SPCR Register (See Appendix FF), the SPE register was set to 1, to enable the SPI 

Communication. The MSTR bit was also set to 1, indicating the ATmega32 functioned as the 

master device. The DORD remained 0, so that the MSB of any data was transmitted first during 

any data transmissions. The CPOL and CPHA was set to 0 and 1 respectively, to enable SPI Mode 

1 for communication. The SPR0 was set to 1, for 1MHz of clock frequency. 

Necessary data bits were loaded on SPDR Register (See Appendix GG), and the received data was 

also extracted from this register. 

4.3 SPI Connection between ADE7758 and ATmega32 

4.3.1 Circuit Diagram 

 

Figure 4. 7: SPI Pin Connection  
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To establish an SPI Connection, these pins should be connected properly like the figure 4.7 above: 

 PIN 21 of ADE7758 to PIN 5 of ATmega32 (Slave Select Connection) 

 PIN 22 of ADE7758 to PIN 6 of ATmega32 (Din to MOSI) 

 PIN 24 of ADE7758 to PIN 7 of ATmega32 (Dout to MISO) 

 PIN 23 of ADE7758 to PIN 8 of ATmega32 (Clock) 

4.3.2 ADE7758 Timing Diagram 

 

Figure 4. 8: Serial Write Diagram for ADE7758 [25] 

From the Serial Write Program [25], we can see that the ADE7758 operates at SPI Mode 1, 

meaning it reads data from falling edges and the data changes during the rising edges of the clock. 

We can also see that to write data to a particular register of ADE7758, we need to write the address 

of that particular register, before loading the data on the SPDR. And when writing the register 

address in the SPDR, the MSB of that address should be set to 1 to indicate write operation. 

 

Figure 4. 9: Serial Read Diagram for ADE7758 [25] 
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Similarly, to read data from a particular register, we have to write the address of that particular 

register. This time, the MSB of the address bit should be set to 0, to indicate read operation. The 

data then should be read by the MISO of the ATmega32. The data is read after the byte of the 

address is transmitted, so during this time we write 0x00, so that we can read the data from the 

addressed register in exchange. Figures 4.8 and Figures 4.9 shows us the timing diagram for Data 

Writing and Data Reading respectively.  

 

4.4 SPI Initial Code Analysis 

PB 4, 5 and 7 are the Slave Select, MOSI and SCLK bits respectively. We first initialize them as 

outputs. Then we Enable the SPI, configure the device as the Master Device and set the clock 

frequency to fosc / 16. And make the Slave Select high as default. 

This method loads the data to be transmitted in the SPDR. Then waits for the Interrupt Flag to be 

set as 1, indicating the end of data transmission. By then the data coming from the Slave device 

will be loaded in the SPDR. Extracting the data from the SPDR will give the response from the 

Slave (See Appendix F). 

In the main function, PB 4 or the slave select pin was laid low during the transmission. During this 

time, the main function called spi_tranceiver function with the parameter 0x11, which is the 

address for the temperature address and then 0x00. However the results were unexpected. When 

the clock was low, MISO still seemed to be transmitting the data, as can be seen in the Oscilloscope 

in the figure 4.10. The output on the other hand was too low to take a reading of and can be seen 

in figure 4.11. 
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Figure 4. 10: MOSI and SCLK in the Oscilloscope 

 

Figure 4. 11: MOSI and SCLK in the Oscilloscope 

As the ADE7758 was not responding, the SPI Communication was made in a different approach. 

Instead of setting high or low all the bits of SPI registers, the SCLK, SS, and MOSI pins were all 

configured as GPIO pins. 
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4.4.1 Writing Data  

As the previous SPI Communication code did not give the expected result, the write and read 

functions were changed with a new approach. This method takes the address hex value and the 

data hex value as parameters and performs the write function. Figure 4.12 is a flowchart of the 

write function. 

 

Figure 4. 12: ADE7758 Write data Code Flowchart 

The 7th bit of the address is set to 1 to indicate data write. The slave select pin then gives 0 as 

output as it was done previously before data transmission. For the 8 bits, the SCLK pin was set to 

1 for one microsecond. Then all of the bits of the address were checked whether or not they were 

0 or 1. If they were 0, the MOSI pin remained low. If they were 1, the MOSI pins were high. The 

same way all of the bits were checked and MOSI pins transferred data to Din  pin of ADE7758 

accordingly. After each bit is transmitted, the SCLK pin output became low for one microsecond. 
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This entire process continues for 8 bits and after that there is a delay for 20 microseconds before 

the next byte can be sent. In this process, the address and the data to be written both are transmitted 

(See Appendix G). 

4.4.2 Reading Data  

As it was mentioned earlier, the reading of data from ADE7758 is done in two steps. First the 

address bits are written and then the data is read from MISO pin of ATmega32 which is connected 

with Dout (Data out) of ADE7758. 

The writing of the address is same as the way it was for the writing code block. Only the MSB of 

the address is set to 0 to indicate the reading mode. 

After the 8 bit address is written there is a 20 microsecond delay. The clock is toggled again for 8 

cycles every 1 microsecond. The MISO pin in ATmega32 was configured as Input pin initially. 

The status of the input pin is checked during the falling edges. If the received bit is 0, the variable 

named “dataRecive”’s corresponding bit is stored as 0. If PB6 pin receives high signal then the 

corresponding bit of “dataRecive” is stored as 1. After 8 clock cycles, we get the full byte of data 

(See Appendix H). There were separate methods for receiving 16 bits of  data, and 24 bits of data. 
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Figure 4. 13: ADE7758 Read Data Code Flowchart 

Similarly we can receive data of 16 bits and 24 bits. But after every 8 clock cycles, there should 

be a delay of 20 microseconds. Figure 4.13 represents the flow chart for read function of 8 bits. 
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Chapter 5 

Communication with the Server using ESP-12E 

5.1 Introduction to ESP8266 

ESP8266 is a Wi-Fi enabled system on chip (SoC) module developed by Espressif system. It is 

generally used for IoT (Internet of Things) embedded applications. It purpose is to connecting with 

the internet via Wi-Fi. Microcontrollers are used to control this chip. Figure 5.1 is the first of its 

series of ESP8266.  

 

Figure 5. 1:  Esp-01 Module [5] 

ESP8266 specifications are given below: 

 2.4 GHz Wi-Fi (802.11 b/g/n, supporting WPA/WPA2), 

 general-purpose input/output (16 GPIO), 

 Inter-Integrated Circuit (I²C) serial communication protocol, 

 analog-to-digital conversion (10-bit ADC) 
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 Serial Peripheral Interface (SPI) serial communication protocol, 

 I²S (Inter-IC Sound) interfaces with DMA(Direct Memory Access) (sharing pins with 

GPIO), 

 UART (on dedicated pins, plus a transmit-only UART can be enabled on GPIO2), and 

 Pulse-width modulation (PWM). 

5.1.1 Pin Description 

 

Figure 5. 2: Generic ESP Module [6] 

ESP8266 Wi-Fi module has 8 types of pins as shown in Figure 5.2. They are given below: 

VCC: - 3.3 V Power; can handle up to 3.6 V. 

GND: - Ground Pin (0V). 

RST: - Reset Pin. 

CH_PD: - Enable Pin; must be 1 to enable. 

TX: - Serial Transmit Pin of UART. 

RX: - Serial Receive Pin of UART. 

GPIO-0: - General-purpose input/output No. 0. 
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GPIO-2: - General-purpose input/output No. 2. 

5.1.2 ESP-12E Description 

ESP-12E is another version of ESP modules that comes with more pins and features. This specific 

version of ESP is going to be used for our project. It is a miniature Wi-Fi module found in the 

market and is used for establishing a wireless network connection for microcontroller or processor. 

The core of ESP-12E which is shown in Figure 5.3, is ESP8266, which is a high integration 

wireless SoC (System on Chip). It can do all the things ESP8266 can do and also it has unique 

feature to embed Wi-Fi capabilities to systems or to function as a standalone application. It costs 

cheaper than most other Wi-Fi modules. 

 

Figure 5. 3: ESP-12E [7] 
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5.1.3 Pin Description for ESP-12E 

 

Figure 5. 4: ESP-12E Pin Description [7] 

Figure 5.4 is the pin description for ESP-12E.  Table 5.1 contains descriptions of the pins. 

Pin Name Description 

1 RST Reset Pin of the module 

2 ADC Analog Input Pin for 10-bit ADC (0V to1V) 

3 EN Module Enable Pin (Active HIGH) 

4 GPIO16 General Purpose Input Output Pin 16 

5 GPIO14 General Purpose Input Output Pin 14 

6 GPIO12 General Purpose Input Output Pin 12 

7 GPIO13 General Purpose Input Output Pin 13 

8 VDD +3.3V Power Input 

9 CS0 Chip selection Pin of SPI interface 

10 MISO MISO Pin of SPI interface 

11 GPIO9 General Purpose Input Output Pin 9 
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12 GPIO10 General Purpose Input Output Pin 10 

13 MOSI MOSI Pin of SPI interface 

14 SCLK Clock Pin of SPI interface 

15 GND Ground Pin 

16 GPIO15 General Purpose Input Output Pin 15 

17 GPIO2 General Purpose Input Output Pin 2 

18 GPIO0 General Purpose Input Output Pin 0 

19 GPIO4 General Purpose Input Output Pin 4 

20 GPIO5 General Purpose Input Output Pin 5 

21 RXD0 UART0 RXD Pin 

22 TXD0 UART0 TXD Pin 

Table 5. 1: ESP-12E Pin Description 

 

5.2 USART Communication between ESP-12E and ATmega32 

To connect ESP-12E with the ATmega32, we would need a voltage converter. Because the ESP 

takes 3.3V input voltage, while the operating voltage for ATmega32 is 5V. For this purpose we 

have used AMS1117 5V Module, which converts 5 volt to 3.3 volt. The device is shown in Figure 

5.5. 
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Figure 5. 5: AMS1117 5V Module [35] 

 

The Vcc pin of ATmega32, which is Pin 10 is connected to Vin  of AMS1117 and Vout is connected 

with 3.3V pin of ESP-12E. The Rx pin of ATmega32 is directly connected with th Tx pin of ESP, 

while the Tx pin of ATmega32 goes through a voltage divider comprised of a 1KΩ and 2KΩ, so 

that the ESP-12E doesn’t get more than 3.3 Volts. The LCD is connected in Port A, as Port B is 

used for SPI Communication, Port C for connecting RTC and Port D for the USART 

communication with the ESP.  

5.2.1 Circuit Diagram for ESP-12E and ATmega32 

As the connections with the AMS1117 and ESP-12E are formed, we set the ESP-12E to operate 

in Working Mode. And to do that, the CHPD and RST are connected with the Vcc and GPIO0 is 

pulled high. In the Programming Mode it was made low previously. The GPIO15 is also made 

low. The ESP-12E is set to commence its normal operations using AT commands delivered by the 

ATmega32 using USART Communication Protocol. The Circuit diagram for connection between 

ESP-12E and ATmega32 is shown in Figure 5.6. 
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Figure 5. 6: Connection between ESP-12E and ATmega32 

5.3 USART Communication Overview 

Universal Asynchronous Receiver Transmitter (UART) is a type of communication protocol which 

is used to transfer data between multiple devices. It’s unlike communication protocols like SPI and 

I2C; it is a physical circuit in a microcontroller, or a stand-alone IC. The main function of UART 

is serial data communication. By UART, the communication between two devices can be done in 

two ways as serial data communication and parallel data communication. UART can only do 

asynchronous type transmission. There is another device named Universal Asynchronous Receiver 
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and Transmitter (USART) which can do synchronous transmission also. But as we have other 

synchronous devices like SPI and I2C we don’t use USART’s synchronous properties much.  

The Registers used for Serial Communication [24]: 

The USART Receive Data Buffer Register and USART Transmit Data Buffer Register both share 

the same address, and is called UDR (See Appendix HH). The data written on UDR Register makes 

its way to Transmit Data Buffer Register while the data received through UDR Register comes via 

Receive Data Buffer Register. If the data is less than 8 bits, then the upper bits are made 0 by 

default.       

The UBRRH (See Appendix II) share the same I/O location as of the UCSRC Register, and to shift 

between the two Registers, URSEL is toggled. When URSEL is 0, UBRRH is selected, and when 

it is 1, UCSRC is selected for operation. URSEL was set to 1. 

 

Table 5. 2: UBRR values for 16 MHz Oscillator Frequency [24] 



51 

 

The UBRR Register values indicate baud rates depending on Oscillator Frequencies. As fosc for 

the crystal used with ATmega32 is 16 MHz, we notice from the table 5.2 above, that to get 9600 

baud rate, the UBRR value is 103 in decimal, which is 0x67 in hexadecimal. 

In the UCSRA Register (See Appendix JJ), only the RXC and TXC registers were monitored, to 

verify whether the Receive and Transmission of data are completed or not. 

In the UCSRB Register (See Appendix KK), the RXEN and TXEN to enable the overall receive 

and transfer function. 

As for the UCSRC Register (See Appendix LL), the UMSEL was 0, for asynchronous 

communication, the UCSZ1 and UCSZ0 were both set to 1, for 8 bit data transmission, and UPM 

bits were set to 0, for the parity checker to be disabled.   

5.4 USART Settings Code Breakdown 

The uart library of the code is used only for the communication between the ATmega32 and 

ESP8266 [26]. The ESP8266 needs AT Commands to function and this commands are passed 

through with the help of uart library [6]. 

From the code fragment of uart_init(), we can say that the desired baud rate and the oscillator 

frequency was given as parameters to determine the appropriate UBRR value (See Appendix I). 

And the necessary baud rate value is then stored in UBRRH and UBRRL register. We can also see 

that RXCIE, RXEN and TXEN bits are set as 1 for Receive and Transfer functions. The UCSZ0 

is set as 3, meaning that UCSZ2, UCSZ1, UCSZ0 are all set as 1 respectively. 
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5.5 AT Commands Used 

As mentioned earlier, the ESP8266 works mainly on the Basis of their AT Commands. Now that 

it has been discussed how the AT Commands will be transferred using USART communication 

protocol, estimations should be made which AT Commands need to be sent for this project. There 

are a lot of AT Commands, each with different functions and different parameters [27]. But the 

ones that we would be using are: 

 ATE (See Appendix J) 

 AT+RST (See Appendix K) 

 AT+CWMODE_DEF (See Appendix L) 

 AT+CIPMUX (See Appendix M) 

 AT+CWJAP_DEF (See Appendix N) 

 AT+CIPSTART (See Appendix O) 

 AT+CIPCLOSE (See Appendix P) 

 AT+CIPSEND (See Appendix Q) 

5.5.1 AT Commands used in Wifi Methods 

The avr-wifi library in the code has a number of methods. But the ones used in the main function, 

use these AT Commands the most in different cases. The AT commands used in the most frequent 

wifi methods and their role are listed below in table 5.3. 

 

Function AT Commands General Use Use in Code 

static inline void 

wifi_connect() 

AT+CWMODE_DEF Sets the Default Wi-

Fi mode; 

Here, CWMODE is 

set to “1” or station 
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Configuration saved 

in the flash 

mode. Station (STA) 

mode is used to get 

ESP module 

connected to a Wi-Fi 

network established 

by an access point. 

 AT+CIPMUX Enable or Disable 

Multiple Connections 

Here, CIPMUX is set 

to “0” or Single 

Connections.  

 AT+CWJAP Connects to an AP; 

Configuration saved 

in the flash 

Here, CWJAP takes 

user ID and user 

Password as input 

and then connects to 

the target AP if ID 

and Password is 

correct. This 

command requires 

Station mode to be 

enable. 

static inline void 

wifi_link_open() 

AT+CIPSTART Establishes TCP 

Connections, UDP 

Transmission or SSL 

Connection 

Here, CIPSTART 

takes protocol type, 

url address and port 

number. Then it 

establishes the 

connection to that 

server. 

static inline void 

wifi_send_no_block() 

AT+CIPSEND Sends Data Here, as this is a 

single connection 

(CIPMUX=0) only 

data length is 

inputted. When data 
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length is met, 

transmission of data 

starts.  

static inline void 

wifi_link_close() 

AT+CIPCLOSE Closes the 

TCP/UDP/SSL 

Connection 

Here, this command 

closes the connection 

made by CIPSTART 

and stops data 

transmission. 

Table 5. 3: AT Commands in Wifi Methods 

 

5.6 AVR-WIFI Library Code Breakdown 

5.6.1 Wifi Send Command Functions 

These functions are the most essential in terms of the ESP code. Although these functions are not 

called directly from the main function, these functions are called inside every wifi method in the 

code. As stated earlier, the ESP initiates its regular operations through AT Commands, and without 

AT Commands the ESP cannot transfer or receive data between the server and the microcontroller, 

which in this case is ATmega32. The wifi_send_command_no_block() takes AT Command 

fragments as parameters, where the “AT” in every command is absent. Such as “+RST” or “E0” 

or “+GMR”. Upon calling the function, the function immediately transmits “AT” through its 

transfer buffer register, and afterwards, the remainder portion of the full AT Commands, received 

as parameters. Upon receiving the commands from the ATmega32, the ESP might or might not 

send back a response. By calling the function wifi_wait_for_status(), the ATmega32 receives back 

responses from ESP using uart_getc() functions. Here wifi_send_command() simply waits for 

responses after every commands transmitted, while wifi_send_command_no_block() does not (See 

Appendix R).  
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5.6.2 Wifi Initialization  

Wifi is initialized after disabling echo and the reset function. Both these functions are called inside 

wifi_init(). 

Before every ESP Communication with the server, the wifi is initialized by disabling echo 

throughout the channel and a fresh reset (See Appendix S). 

5.6.3 Wifi Connect 

The most crucial wifi function (See Appendix T). Without connecting to an AP, the 

microcontroller will not be able to transfer the data to the server, and there will be data loss. 

“AT+CWMODE = 1” sets the ESP to function as Station Mode, ‘0’ sets it as AP Mode, which will 

enable the ESP itself to operate as a Wifi Access Point. 

“AT+CIPMUX = 0” sets the Single Connection Mode. The other mode is Multi Connection. 

“AT+CWJAP_DEF=\”%s\”,\”%s\””. This AT Command makes the ESP jump / connect to a 

specific Access Point, where the SSID and Password of the Access Point are given as Parameters. 

ATmega32 then waits for the response from the ESP. 
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Figure 5. 7: Wifi Connect Flowchart 

5.6.4 Wifi Link Open 

After establishing a stable connection with an Access Point, the ESP then goes on to open a link 

for TCP Communication with the Server (See Appendix U). The “AT+CIPSTART” command 

takes the name of protocol, the url and port number as parameters to open a link between the server 

and the ESP. 

5.6.5 Wifi Send Function  

The above two methods are used for sending data to the server. For this project, Vrms , Irms , RTC 

Time and Device ID are all sent to the server. The function takes the strings and finds out the 

length of the strings. The contents are pushed by the uart_puts() function. This is also one of the 
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most crucial function without which this main function is not going to work (See Appendix V). A 

detailed flowchart will give better explanation of the code. 

 

Figure 5. 8: Data Sending Flowchart 

5.6.6 Wifi Listen (ESP Response Code) 

Of all the wifi functions that we have talked about so far, almost all of them either waited for status 

or waited for data, from the ESP. The wifi methods, termed as wifi_wait_for_status() and 

wifi_wait_for_data() all called a single method, from their code blocks termed as wifi_listen() (See 

Appendix W).  

This function initializes a char array termed as wifi_command_buffer which gathers the string 

responses coming from the ESP. The response strings are collected through uart_getc(). After 
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continuously storing ESP response strings or data returned from the server in the char variable, the 

function wifi_event_handler() is called within, whose main purpose is to compare the strings 

between the wifi_command_buffer char array and some predicted response strings from the ESP. 

By cross-checking all the strings, we can ensure responses made for distinct AT Commands made 

by the ESP. As long as the TCP connection is maintained, the server can also send back some data 

back to ESP and through USART Communication back to the microcontroller. These wifi events 

are handled in the main function by switching cases, making sure the correct wifi event is being 

handled. 

In cases, where data is being transferred through ESP to the server to compute the Real Power, 

Balance is continuously being deducted in the server. When the balance reduces to a certain 

amount, server sends the string “disable” to the ESP and ATmega32. Upon receiving this string, 

the code disconnects the overall connection of the building through a Relay switch. If the server 

passes “ok” the connection is maintained. 
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Chapter 6  

Importance of RTC 

This project required an RTC (Real Time Clock) for operation. Although this real time was not 

anywhere shown in the database in the server, the importance of passing the real time information 

is vital for the whole operation. By analyzing the time gap, between the real time when the rms 

voltages and currents have been recorded, and the time when these information are posted in the 

server, the administrators can identify any problem or suspicious activity around the meter. For 

the real time calculation, an RTC was used, model DS3231. It uses TWI (Two wire Interface) 

Protocol for communication with the microcontroller. 

 

Figure 6. 1: DS3231 RTC Module [36] 

 

6.1 Brief Discussion on TWI Communication Protocol for RTC 

The TWI Protocol is best suited for typical communication operations. This protocol allows the 

system designer to interconnect with 128 different devices [4], with only just Two Bidirectional 

Wires, One known as SCL which is used for clock (PC0 in the ATmega32), the other is SDA, 

which is used as the data line (PC1 in the Atmega32). 



60 

 

 

Table 6. 1: TWI Terminology [24] 

Each data byte transferred to the slave device is accompanied by a clock pulse. Data line must 

remain stable (either high or low) during SCL remains high. The figure 6.2 tells us the necessary 

conditions for data transmission in TWI. The only exceptions to this rule are, Start Bits and Stop 

Bits.  

 

Figure 6. 2: Data Validity for TWI [24] 

 

6.2 TWI Registers 

There are five Registers in Total for Two Wire Interface [28] (See Appendix MM). 

When the TWI is operating in master mode, the TWBR register determines the bit rate and controls 

the period of SCL. TWBR was set to 0x0F for setting the clock frequency to 347 kHz for 16 MHz 

Crystal Frequency used. 
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TWCR is the Control Register that contains an Interrupt bit TWINT which is set mainly when the 

TWI is done with its current operation. In our code, the TWINT bit was monitored for all 

operations, such as start condition and stop condition Initiation, data transmission and receive. 

TWEA bit enables Acknowledgement which has not been used here. TWSTA and TWSTO are 

respectively the start condition bit and the stop condition bit, setting this bit to 1 will generate a 

start / stop condition respectively. TWEN enables TWI communication which is set to 1. TWIE 

enables Two Wire Interface interrupt TWINT. So this bit must be set to 1. 

TWS [7:3] bits in TWSR, reflect the status of the TWI Logic and Two Wire Serial bus. While 

TWPS1 and TWPS0 are Prescaler bits. In the code, the TWSR was set to 0x00.  

The two registers, TWDR and TWAR contain the data and address bits respectively for 

communication. 

 

6.3 RTC Code Breakdown 

The DS3231 library [9] used in this project has been slightly modified according to our needs. The 

library was originally made for KS0108 lcd display. This library also uses the twi core library (See 

Appendix Y).  

As we can see that during the twi_start() and twi_stop() TWSTA and TWSTO were set to 1 

respectively for Start and Stop Conditions. Upon any TWI events, TWINT interrupt flag was being 

monitored as can be seen in the code fragment. 

This library has been used in the DS3231 which enabled us to get the real time from the RTC for 

server’s use. 



62 

 

The ds3231 library in question has three major functions. And these functions also called the 

functions from twi core library. 

The ds3231_init() function initializes the RTC. First it calls twi_init() to initialize the TWI 

Communication. Then it initiates a start condition for twi communication using twi_start(). After 

that it sends 0xD0 using the function twi_send(). This is the address for ds3231 to write the next 

byte. Then it sends 0x0E similarly, which is the location of the control register of RTC. At the end 

of this function 0x00 is sent, which is the necessary data bit to make the SQW of the RTC module 

to 1Hz, to synchronize this module with ATmega32 for every second. The twi_stop() function is 

called to indicate the stoppage of data transmission. 

The ds3231_set() and ds3231_get() works similarly, calling different core functions of TWI 

library. (See Appendix NN). To write (or set) a time data, we have to send 0xD0 first using 

twi_send() to indicate write operation of the RTC. Similarly, to read (or get) time data, we have to 

send 0xD1 to indicate read operation. The different types of time data is retrieved using character 

pointers. Both of these functions begin with a start condition, and ends with a stop condition.  
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Chapter 7  

Server 

7.1 Introduction to Server System 

A server is basically a computer which provides data to other computers while it can provide data 

to itself too. It may serve data to other systems connected on a local area network (LAN) or a wide 

area network (Wan) over the internet. There are many types of server such as web servers, mail 

servers, and file server. Each type of server runs on a software which is specific to the purpose. 

For example, a web server may run Apache HTTP Server, Hiawatha or lighttpd, where all of them 

provide access to websites over the Internet. A mail server can run programs like postfix (a mail 

transfer agent) or Microsoft SMTP server, which provides SMTP (simple mail transfer protocol) 

services for sending and receiving mail. A file server can use Samba or the operating system’s 

built-in file sharing services to share files over a network. While server software is specific to 

server type, hardware doesn't matter as much. Indeed, by adding the appropriate software, a regular 

desktop computer can be turned into a server. For example, it is possible to designate a computer 

connected to a home network as a file server, print server, or both. Most big companies use rack-

mountable devices designed specifically for server functions while any computer can be 

configured as a server. These systems take up minimal space, often 1U in size, and often have 

useful features such as LED status lights and hot-swappable hard drive bays. It is possible to place 

multiple rack-mountable servers in one rack and often share the same monitor and input devices. 

Using remote access software, most servers are accessed remotely, so input devices are often not 

even needed. Although servers can run on various types of computers, it is necessary that the 

hardware supports server requirements. For example, a web server running many real-time web 
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scripts should have a fast processor and enough RAM to handle the load without slowing down. 

One or more fast hard drives or SSDs should be installed on a file server to read and write data 

fast. Regardless of the server type, it is critical to have a quick network connection. 

The project uses a web server and it is quite essential for the long run. A web server is server 

software, or hardware for running said software, which can satisfy requests from the World Wide 

Web client. In general, a web server may have one or more websites. Incoming network requests 

are processed by a web server via HTTP and several other related protocols. The main function of 

a web server is to store, process and deliver web pages to clients. The communication is established 

using the Hypertext Transfer Protocol (HTTP) between client and server. The delivered pages are 

mostly HTML documents which are concluded by images, style sheets and scripts in addition to 

text content. Using HTTP, a user agent, usually a web browser or web crawler, initiates 

communication by making a request for a specific resource and the server responds with the 

resource's content or error message if it cannot. Typically, the resource is a real file on the 

secondary storage of the server, but this is not necessarily the case and depends on how the web 

server is implemented. While the primary function is to serve content, it also includes ways to 

receive content from clients through full implementation of HTTP. This functionality is used to 

submit web forms, including file uploading. Using Active Server Pages (ASP), PHP (Hypertext 

Preprocessor), or other scripting languages, many generic web servers also support server-side 

scripting. This means that the web server's behavior can be scripted in separate files, while the 

actual server software remains the same. Out of the two, PHP is much faster and more easily 

cached but cannot deliver dynamic content. Web servers can frequently be found embedded in 

devices and serving only a local network. The web server can then be used to monitor or administer 
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the device as part of a system. This usually means that there is no need to install additional software 

on the client computer, as only a web browser is required. [30] 

In our project, the thing we did is send continuous data (volt, ampere, meter id) through a certain 

a port number. It was done using a transmission control protocol. The server receives data and then 

trims it into 3 parts as it is taking the meter id, volts and ampere (See Appendix Z). 

Servers are of many kinds such as the file server, print server, communications server, application 

server, database server etc. The type of server which we are using in our project is the database 

server.  By using the method of socket-based programming (See Appendix OO), we are creating 

an endpoint with which the device can communicate with the server. It enables two host to 

establish a connection. TCP is one of the main protocols of network. A port number identifies each 

service offered by a computer uniquely. Each inter packet contains the host and the destination. In 

our project, we are also establishing connection through a port where the server, in our case the 

laptop is accepting requests from the atmega32. This programming is done by the help of PHP. 

Basically, the laptop is containing all the data which are being given by the microcontroller.  

 

7.2 Insightful Diagrams to the project 

To get a clear overview of the project we had to create some diagrams which helped us to build 

the model in an efficient manner. One of them is the sequence diagram. 
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7.2.1 Sequence Diagram 

 

Figure 7. 1: Sequence Diagram 

From the Figure 7.1, we can see that the customer is going to the page situated on our local server 

is setting an Id which includes a lot of things. After that, the data are being sent to the system 

which is basically an algorithm run on the backend server to check for authenticity and omission 

of duplicate data. After the checking of data, it is stored in the web server successfully. On the 

second part, the customer is searching for the meters engaged with his/her account and examine 

the status and the consumption of a certain meter. If the balance is running low or in a negative 

figure, one needs to recharge the wallet balance. It can be done through any mobile banking 

application where the user will enter the transaction id to send the money. After that the server will 
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check if the transaction id matches with the system. If it matches, then it will automatically add 

the amount to the user’s account and give a message saying that the transaction has been 

successful. After that, it will normally consume the usage and show the amount of money being 

cut prior to the usage. If it does not match then the money won’t be added and as a result the money 

will still be pending. This is the main concept of our project from the customer and server’s part. 

Customer can easily register one or many meters in their account to maintain if he/she owns more 

than one meter. 

7.2.2 Entity Relationship Diagram 

 

Figure 7. 2: Entity Relationship Diagram 
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From this entity relationship diagram in the Figure 7.2, we can clearly see the relationships within 

the fields which are necessary to build this project. In the meter field, there are four attributes 

which are customer id, UUID, meter status and the meter starting data. This data are essential 

because a meter must be identified with a customer id and an UUID. The meter status is also 

necessary as it tells us if the meter is still in use and gives us the status regarding it. The status 

contain success/ok, disable, invalid (in the server), and device invalid (in the server). This meter 

field is connected with the customer info part which is crucial for determining the meter of a 

person. A person can have many meters as they want. It’s only normal that he/she can have many 

house/flats and according to that he/she might have two to three more meters whereas a meter can 

only be registered to one person. The customer info field is filled with attributes like full name, 

email address, password, phone number and customer id. This is the field where actually we can 

know some details of a person. It gives us the basic idea of a person. From that customer info field 

we can go to the customer address field which is basically a one-to-one relationship. It is supposed 

to be a one-to-one relationship because it directs you to a page where the location of the customer 

id can be seen. This field consists of the customer Id, address_line-1, postal code, city and state. 

These attributes are quite necessary to locate the person if there are any problems regarding the 

meter. The customer status field also comes out form the customer info field. They are also related 

with a one-to-one relationship. It consists of two things named as status and balance. In this part, 

the balance can be seen. It can be credited by different ways. The balance can also show a negative 

number when it runs out of money. After that, we can enter to the vital part which is the 

consumptions field. The consumption field is filled with attributes such as the UUID, total usage, 

customer id, starting date and the ending date. The UUID is exclusive to the meter and it also 

passes on to the consumption field when the user wants to see the details of a meter. Total usage 
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can be seen in the consumption field with the starting date and ending date of the usage till that 

day. Customer info has a one-to-many relationship with the consumption field because a customer 

can have one or many meters and he/she can check the details of the particular meter registered to 

that account.  From the consumption we can go to the invoice field which has a many-to-many 

relationship with it. In invoice, the user can see the total usage for a tentative period. It is quite 

helpful as it gives an idea of how much usage are happening for a day, week, month or a year. The 

invoice also consists of a transaction Id which actually verifies the authentication of the money 

prior to the system. The cost is something which the user cannot see from their interface. It is 

calculated based on the system of our country. The balance actually is debited simultaneously after 

the usage which is continuous. The admin part has an admin id, name and a password. They can 

look for a particular user or a meter to make changes on it. Admins have the full control to make 

changes on anything except the transaction Id. The authentication is within the system and the 

balance can only be credited if the transaction id is correct. (See Appendix AA) 
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7.3 Tier Based Cost 

 

Figure 7. 3: Tier Based Cost Flowchart 

 

From the above flowchart in the Figure 7.3, we can see that we have set a structure for the usage 

flow. This calculation is important for the project as it shows the accurate calculation of the watt 

per hour. We broke down the calibration of the voltage and ampere on the main code which was 

discussed in the main-code function. So, at first we can see that the usage is zero as well as the 

total is also zero. After that it comes to the first threshold, if the usage is above 600, the usage is 
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multiplied by 10.7. If it is below 600 but above 400, then the units will be calculated by 9.3. In the 

third threshold, usage is multiplied by 6.02. The fourth and fifth one is followed by 5.7 and 5.45. 

The base tier is multiplied by 4. We developed a system where it will calculate the usage till now 

from the last usage. (See Appendix BB) 

7.4 Relay Enabler Diagram 

 

Figure 7. 4: Relay Enabler Diagram 

Relay enabler is a short side of the server program where the server sends a message saying 

‘disable’ to the microcontroller. It is done if the balance of the user is below 0 and it has been zero 

for the past 3 days like that. After that the meter will be programmed to be off from the hardware 

part. If the balance is not zero then a continuous message of ‘success/ok’ is being sent to the 

display. The flowchart of the relay enabler diagram is shown in the Figure 7.4.  
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7.5 Server Part Code Breakdown 

The server is the most pivotal part of the whole project. Most of the events and the calculation lie 

on this part of the project. If we have to describe the server part in details then we have to break it 

down to a MVC framework. MVC usually stands for model, view and controller. 

7.5.1 Controller Part 

We can break the controller part into many small parts such as the consumption controller, meter 

controller, forgot password controller, login controller, register controller, reset password 

controller, verification controller, account controller, billing controller, controller, dashboard 

controller and meter controller. The admin part also consists of some controllers such as the 

dashboard controller, invoice controller, meter controller and user controller. 
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Consumption Controller: 

In this part, we can see some status of the meter according to the following events 

 

Figure 7. 5: Consumption controller Flow-Chart 

From the above flowchart in Figure 7.5, we can see that a request is being caught on the 

saveConsumption function. The request then searches for a device id. If device id is not found the 

server will have an error and tell that the device was not found. But, if the device id is valid, it will 

go in the next step and check if the usage is being caught on the server. If the server cannot catch 

any usage it will show an invalid status. If both steps are a success, it will go and check if the 

balance is below zero for three days. In that case, the server will send a signal to disable the device. 
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Finally, if all the steps are successful, the status will show as a success/ok and store it in the web 

server and the database.  

The consumption controller also resets the usage after a month so that the user can see and analyze 

the cost and usage of a month. (See Appendix CC) 

Login Controller: 

Login controller consists of two functions which are showLoginForm and login. showLoginForm 

shows a form with the username and password field that needs to filled by the user. 

Reset Password Controller: 

Reset Password Controller is used to change the password. It is normal for a user to forget their 

password and for this reason we have included the option to change it. Initially, a form is shown 

to the user where he/she needs to put the email address. Once the form is submitted, the system 

checks if the email address exists in the database or not. If not, an error message is shown, 

otherwise an email containing a link to set a new password is sent to that email address. 

Account Controller: 

In this controller a function called showAccountInfoPage is being used. Basically here we can 

create an account or update it. The account usually needs a name, email, phone, password, address 

line 1, address line 2, postal code, locality, administrative area and country. (See Appendix DD) 

Dashboard Controller: 

Dashboard controller basically shows the consumptions in a graph, total energy usage and 

available balance. 
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Meter Controller: 

Meter controller shows a list of all the available meters of the user and when clicked, shows all the 

information related to a meter and its monthly usage is also shown. 

Invoice Controller: 

It lists all the invoices for the admin and can manage individual invoices which includes approving 

or disapproving the invoice. After approving, an amount is being transferred to the user’s account. 

Billing Controller: 

In this controller, the user can view his/her invoices, check the status or submit new BKASH 

transaction ids to top up their balance. 

7.5.2 Model 

The Model component is consistent with all the logic related to the data with which the user works. 

This can either represent the data being transferred between the components of the View and 

Controller or any other data related to business logic. A customer object, for example, will retrieve 

customer information from the database, manipulate it and update it back to the database or use it 

to render data. 

 

Figure 7. 6: Models 
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In our project, the models are being cut down to seven parts which are consumption, daily 

consumption, invoice, Meter, user, address and user status. In the consumption we can see a 

protected array consisting of usage, cost, created at, updated at and the time stamp of the details 

are set. The invoice is filled with amount, charges, transaction id and status. It also consists of the 

public function user to determine the user. In the meter part, there are status and UUID where the 

UUID is a protected function. The user function is also in it. The user part consists of some public 

functions such as the status, meters, consumptions and invoices. Lastly, the user status part keeps 

the status type and the balance. The models we used in our project are given in the Figure 7.6. 

7.5.3 View 

The view is where the user is presented with the data provided by the model. A view supervises 

the elements of the visual (or other) interface. It selects, filters, and arranges the model's 

information. Different views can present information in different ways, managing the display of 

information on a mobile or desktop browser would be an obvious implementation of multiple 

views. Keep in mind that there are many different ways to implement an MVC architecture, and 

the above is a high-level sketch of the fundamental principles and does not reflect any particular 

implementation. 

 

7.6 Database 

A database is a collection of an organized data, generally stored from a computer system and 

accessed electronically. They are often developed using formal design and modeling techniques 

where databases are more complex. The database management system (DBMS) is the software 

that interacts to capture and analyze the data with end users, applications, and the database itself. 
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Additionally, the DBMS software includes the core facilities for managing the database. The total 

sum of the database, DBMS and related applications can be called a "database system." The term 

"database" is also often used to refer loosely to any of the database-related DBMS, database 

system, or application. Computer scientists can classify database management systems based on 

the models they support in the database. In the 1980s, relationship databases became dominant. In 

a series of tables, these model data as rows and columns and the vast majority use SQL to write 

and query data. Non - relational databases became popular in the 2000s, called NoSQL. 

Our project uses the HeidiSQL database for storing and managing the databases. HeidiSQL is an 

open and free management tool for MySQL and its forks, as well as for Microsoft SQL Server and 

PostgreSQL. The Figure 7.7 shows a database management system. [32] 

 

 

Figure 7. 7: Database Management System [33] 

 

Our project also uses a database which is handled by a database management system like the 

HeidiSQL and the end-users and admins can engage with the data as well as in the website. 
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Figure 7. 8: Data Tables 

 

These are the tables of our database which consists of lots of data. The Figure 7.8 shows us 

thetables we have used in the database structure. The consumptions table consists of auto-

increment id, meter_id, usage, cost, created_at, updated_at. The usage are calculated from the 

server part where the server gets the data from the calibration of voltage and current. The cost is 

being calculated according to the tier-based cost calculation in the server.The time is also saved in 

the database to get a clear usage of the short period time interval. The other tables are invoices, 

meters, users, user_addresses and user_statuses. 
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Consumption: 

 

Table 7. 1: Consumptions table 

From the Table 7.1, the consumptions table consists of the id, meter_id, usage, cost, created_at 

and updated_at. The id is an auto-incremental field which chronologically adds number. The 

meter_id is also a chronological number but upon clicking that number you will get a unique 

meter_id for each and every one of them. The second meter_id will consist a totally different 

number that the first one. The meter ids are case-sensitive. The usage shows the usage in units 

whereas all the cost fields are occupied with a calculation with accordance to the usage. Finally, 

the created_at and updated_at are given because of the RTC. 

Invoice: 

 

Table 7. 2: Invoices table 
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From the Table 7.2, it shows that the Invoice table has id which works same as the field in 

consumptions table. The status just shows approved or declined. If the Bkash transaction is 

successful, the system will show approved or else it will be declined. The amount field shows how 

much money is being recharged after the transaction. Txn_id shows the transaction id and charges 

is a field we used for future implementations. We will use this field, if there is a grace period. 

Meter: 

 

Table 7. 3: Meter Table 

It shows the user_id, uuid, status (whether is it active, disable or device). 

The meter table consists of user_id which was explained in the consumptions table. The uuid 

consists of the unique meter id and finally it introduces us to a status field where two things can 

be seen. They are disabled and active. Active is shown when the meter is active while its shows 

disabled when the meter is not connected. The table 7.3 shows us the descriptions. 

Users Table: 

 

Table 7. 4: User Table 
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User table also consists of the admins which can be understood if there is a 1 in the is_admin row. 

The passwords are encrypted. In the table 7.4 we can see an unusual field named as the 

remember_token. It is only assigned with some value when the user changes his/her password. 

The other fields are quite normal such as the email, phone etc. 
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Chapter 8 

Website 

8.1 Introduction 

Website is an essential part for the end-users. End-users are basically the customers for whom the 

project is based upon. Our website is a simple one just for the users. It shows the details of the 

usage of a month as well as the cost of the usage in a window. It is built with the help of PHP. 

 

8.2 User-end 

As the whole concept completely focuses on the end-users we created some tabs for the users to 

easily engage with the meters online. 

8.2.1 Dashboard 

It is a page where the user can see the usage of a current month and the available balance, which 

is shown with a wallet icon. 

 

 

Figure 8. 1: Dashboard upper part 
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So basically from the Figure 8.1 we can see that the users can see their transactions happening. If 

the usage goes up, the balance is cut. After the balance becomes zero, it will go to a negative 

balance given that the connection is still on. This event is set to a maximum of 3 days. After a 

negative balance for 3 days straight, the meter status is set to ‘disable’ from the server. No 

transactions will happen unless the user recharges their wallet. This uses the idea of a pre-paid 

meter system. The dashboard also shows the user a graph from which he/she can see the usage for 

the past 30 days. If the user has more than one meter registered in their account, the dashboard will 

show all the meter’s graph registered to that account. All the meter’s usage will be cut through that 

user’s wallet. A graphical presentation of the usage was made for the user to have a concise idea 

of the happening events. A graph of a user’s meter usage is shown below: 

 

Figure 8. 2: Graphical representation of the usage 
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From the Figure 8.2, we can clearly see that the user can see how much usage is there for the past 

30 days. At the end of March, the user had a huge amount of usage whereas it drastically decreased 

from the month of April. From the graph, the user can have a clear idea of the events happening 

and make their monthly budget on consumptions. Meter #2 has no graph because it has no usage. 

8.2.2 Account 

The account keeps all the information of the user which includes full name, phone number, 

customer type (future implementation), billing address, city, zip code, and state. It also keeps an 

email address to send out mail to a user attaching the monthly usage table shown in the Figure 8.3. 

 

Figure 8. 3: Account Information 

 

Another thing which is associated with the account is the password reset system. In case, a user 

forgets his/her password, a mail is sent to recover it. The verification is done on the mail. A number 

is generated and told to paste as a token for authenticity. The dashboard is shown in the Figure 8.4 
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Figure 8. 4: Password Reset Section 

8.2.3 Consumptions 

In the ‘Consumptions’ tab, the user can choose the meter to see its in-depth details 

 

 

Figure 8. 5: Manage meter section of end-user 

 

From the Figure 8.5, we can see the drop down button beside the meters, the user can choose view 

and see all the meter details. That page will show the meter and all the data related with it. The 

user can choose a time period from the calendar and see the usage of a particular timeline. The 
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graph of the timeline is shown in the Figure 8.6. The meter’s UUID is also given in the page which 

can be seen from the user easily. The total usage for the recent month can also be seen from the 

consumptions page. Another thing which is related with this page is the most essential and 

important part. It is the meter status. Meter status is very important as it shows if the meter is active 

or disabled. 

 

Figure 8. 6: Customized Graph with accordance to timeline  
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8.2.4 Billing 

Billing is a tab where the customers can recharge their wallet. It is done with help of BKASH. In 

future, we are going to set many more companies for this kind of transaction. If we put a transaction 

id number in the ‘validate new transaction’ box and press validate, the system checks the 

authenticity of it. If it matches, it will show a message showing status approved and the amount of 

money which has been credited to the balance. Besides this billing system, the user can go to a 

bank and give the money. This online system was done to save time for the common people. The 

page of the billing section is given in the Figure 8.7 below. 

 

 Figure 8. 7: Billing section  
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8.3 Admin-End 

The Admin-End is a very basic part of the website where the admin can change and see all the 

stored data. It has three tabs. They are dashboard, invoices and users. The dashboard in the Figure 

8.8 shows the number of users and meters connected with the system. 

 

Figure 8. 8: Admin Dashboard 

Besides the dashboard, there is the ‘users’ tab where the admin can get a full detail of a user’s 

account. The admin can also go to a particular user or add/delete a user. A snippet of the page is 

given in the Figure 8.9 

 

Figure 8. 9: Manage Users Section 
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From the drop down button of a particular user the admin can find ‘view’ and see the details of the 

meters related with that account. 

 

Figure 8. 10: View Page 

 

This is a vital page from the admin part. It is shown in the Figure 8.10. Here, the admin can edit 

the user information as well as add a meter in that account. The personal information and billing 

address can also be seen in this page. User invoices list are also shown here. From the available 
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meters, the admin can go to a particular meter and see a usage table of that particular meter. The 

usage table contains all the information of the meter.  

 

 

 
 

Table 8. 1: Usage Table 

 

From the above Table 8.1, we can see the consumption history. It gives the admin an overall idea 

of the usage of the meter on a particular date. The last tab is ‘invoices’ where the admin can see 

all the transactions done by the user. 
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Chapter 9 

Final Program and Circuit Integration 

9.1 Description of the Established System 

Based on the discussions of the earlier chapters, the proposed system is developed. The ADE7758 

sends Vrms and Irms register values to ATmega32 via SPI communication. The DS3231 RTC 

provides real time data and sends it to ATmega32 using TWI communication. The ATmega32 

passes on these information to the ESP-12E by UART communication system. Meanwhile the 

ESP-12E is connected with the nearby Wi-Fi Access Point using its SSID and Password. The ESP-

12E establishes a TCP communication protocol with the Server. The ATmega32 sends Vrms , Irms 

register values, Time data, Device_id of the meter to the Server with the help of ESP. The 

Device_id is the unique primary key, by which all of the meters in the server are distinguished. 

The server keeps data in the necessary tables of the respective meters. With increasing 

consumptions, the balance of an account keeps decreasing. After each reduction of the balance, if 

the remaining balance is greater than 0, the server sends a string “ok” back to the ESP, and through 

that to ATmega32. Upon receiving this string, the ATmega32 does not perform any function. 

However after the whole balance is reduced to 0, the server sends the string “disable” to 

ATmega32. Upon receiving this, the ATmega32 cuts off the connection to the load. The 

connection is established after the balance is replenished again. The whole both way 

communication continues until the TCP connection is maintained.   
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Figure 9. 1: Full Circuit PCB Design 

 

Integrating all of the components, discussed before and connecting all of them gives us the final 

design. In the final design, the load is connected to the ADE7758 IC in pins IAP (5) and IAN (6) 

via the Current Transformer (CT). The IC through its SPI serial interface is connected to the MCU 

which is the ATmega32. The CS (21), DIN (22), DOUT (24) and SCLK (23) pins of the ADE7758 

are connected to the SS (B4), MOSI (B5), MISO (B6) and SCK (B7) respectively. The ESP8266 

Wi-Fi Module’s TX and RX pins are connected to the MCU’s RX (D0) and TX (D1) pins 

respectively. The Wi-Fi module is also connected to a voltage converter which converts the VCC 

and supplies the Wi-Fi module with 3.3V. A Real Time Clock (RTC) is also connected to the C1 
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and C0 pins of the MCU. A Relay switch is also connected with the load and the relay channel is 

connected to D6 pin of the MCU. An LCD is also connected with the MCU. 

 

Figure 9. 2: Full Circuit PCB 

 

9.2 Main Code of the System 

The main function of the program ensures that the Vrms and Irms data, the device id and the time 

obtained from RTC, reaches the server, after some short time intervals. The data obtained from 

Vrms and Irms registers are not the exact data but the register numbers that would be multiplied by a 

calibration constant in the server to get the real rms voltages and current. The RTC time is sent to 

compare between the time data was sent and the time data was posted in the server. The device id 
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acts as the primary key for the meter in the database in the server. The device id is the key factor 

by which the data would be categorized to different meters individually.   

9.2.1 Main Program Code Events 

1. The Microcontroller takes Access Point SSID, Access Point Password and the device id as 

Input. So that the microcontroller can connect to a specific wifi connection from the access 

point listed. The device id is obtained for meter identification. 

2. The USART is initialized through calling uart_init(). The microcontroller communicates 

with the ESP-12E through USART communication and it needs to be initialized. The baud 

rate and the clock frequency is taken as parameters. 

3. For the SPI communication, PB4, 5 and 7 are all initialized as output as they are Slave 

Select, MOSI and SCLK respectively. PB6 will be initialized as Input as it is the MISO 

pin. ATmega32 acts as the Master Device. 

4. PB4 is set as high as default while PB5 and PB7 are low as default. When there are no data 

to be transmitted, SS needs to stay high and there are no clock pulses, so SCLK should 

remain low as default. 

5. Calls wifi_init(). Initializes the ESP by sending AT command “AT+RST”. Also echo is 

disabled using “ATE0”. 

6. Calls ds3231_init() method. Initializes the RTC’s Two Wire Interface. Sets the clock 

frequency in TWBR. 

7. Calls wifi_connect(). This method helps ATmega32 connect to a specific Access Point via 

the ESP. Here the user given Access Point SSID and Password are passed as parameters 

for the method. 
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8. If the ESP fails to connect to a specific Access Point, the Microcontroller gets a response 

from the ESP as “WIFI DISCONNECT\r”. Until a proper connection is established, or the 

SSID and the Password are changed, the main function will keep repeating step 7. 

9. If connection is established, ESP will give a response as “WIFI CONNECTED\r”.  After 

ensuring the connection, the main function will proceed to next steps. 

10. Calls ADE7758_Write(0x16,0x00) which is setting the computation mode for multiplying 

rms voltage and current if the WATTHr register is called. 

11. Calls ADE7758_Write(0x15,0x00) which is setting the phase A for all kinds of 

computation. The main function is designed to work on only 1 phase for now and phase B 

and C are ignored. 

12. Obtain the IP Address, port number and Transmission Protocol. 

13. Calls wifi_link_open(). This method takes obtained IP Address, Port Numbers and the 

Transmission protocol as parameters.  

14. Calls ADE7758_READ_24_bit(0x0D) and ADE7758_READ_24_bit(0x0A). 0x0D is the 

register address for rms voltage and 0x0A is the address for rms current. This methods 

return the values from the registers, which will be later multiplied by some calibration 

constants in the server. 

15. Calls ds3231_get(), which returns the time calculated in the RTC and forms it to string. 

16. Calls wifi_send(). This method sends all the data to the server. The data transmitted are the 

RTC time, Irms and Vrms values and device id. 

17. If the balance money in the server is greater than 0, the server sends the string “ok”. 

Ensuring the string is “ok”, the main function maintains the circuit connection.Else, if the 

money in the server is null, the server sends the string “disable”. Ensuring the string is 
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“disable”, the main function disconnects the circuit connection using latch relay. The relay 

is activated using an output pin. 

18. Calls wifi_close(). 

The flow chart of the main program is given in Figure 9.3: 

 

Figure 9. 3: Main MCU program flow chart 
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9.2 Server Side of the System 

The server side is creating a TCP endpoint which is helping the device to communicate with the 

server. It serves a TCP socket to accept data from meters. 

9.2.1 Server Side Code Events 

1. Creates a socket which is a new TCP server and sets the connection. This action is done 

for the connection to the microcontroller. It gets the host and port number. 

2. After getting data, it is trimmed into 3 parts. If the count does not match the number 3, then 

the data will be invalid. 

3. The device id is checked at first. If the device id is not met, it will show the message 

‘device” which basically means that the device was not found. 

4. The volts and ampere which are received in the server are in hexadecimal format. Those 

volts and ampere are converted to decimal. 

5. The duration of the time window is being calculated. Basically, we subtract the last data 

arrival form the one we received now to get the time duration.  

6. Checks if a new month has started. The usage turns to zero when a new month arrives and 

per unit cost also starts from the base. 

7. The calculation of the real power consumption which is known as the usage is given below:  

 

𝑈𝑠𝑎𝑔𝑒 =

((𝑉𝑜𝑙𝑡𝑠 ∗ 𝑉𝑟𝑚𝑠 𝑐𝑜𝑛𝑠𝑡𝑎𝑛𝑡) ∗ (𝐶𝑢𝑟𝑟𝑒𝑛𝑡 ∗ 𝐼𝑟𝑚𝑠 𝐶𝑜𝑛𝑠𝑡𝑎𝑛𝑡)

∗ 𝑡𝑖𝑚𝑒 𝑖𝑛𝑡𝑒𝑟𝑣𝑎𝑙 ∗ 𝑃𝑜𝑤𝑒𝑟 𝐹𝑎𝑐𝑡𝑜𝑟)

(60 ∗ 60 ∗ 1000)
 

 

The voltage and current are multiplied by a constant and the time interval followed by a 
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power factor equaling the value of 0.7. After that we divide the part with (60*60*1000) to 

get in unit. 

8. If the balance is less than cost the server will set the meter status as disable. It is done 

because the system won’t be able to cut the balance form the user’s available balance. 

9. If the transaction is successful the meter will check if the status is disabled. If the status is 

disable then it will change the status to active and send the message ‘ok’ to the meter. Else 

it will also be sending the message ‘ok’ after each successful transaction.  

10. The cost will be cut form the user balance which is situated in the user’s dashboard. Users 

can easily see the deduction of the money in the dashboard. 

11. The connection is closed. 

12. After this, the loop will start again for a new set of data waiting to be received. Ends if no 

loop. 

Figure 9.4 shows the flow chart of code events in the server side. 
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Figure 9. 4: Flow Chart of the main server side program 
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9.3 Results 

The retrieved Vrms and Irms  register values and calibrated actual values are all presented in the 

following tables 9.1, 9.2, 9.3, 9.4, 9.5 and 9.6. 

These are the stable data collected after the PCB was built. During the demonstration of the project, 

in front of the defense panel, these data were presented. However, these data were not verified by 

the respected supervisor before the demonstration. 

AVRMS data in hex AVRMS data in decimal Calibrated VRMS in decimal (V) 

1015bc 1054140 223.79 

10f92a 1112362 236.15 

10124d 1053261 223.61 

102258 1057368 224.48 

101849 1054793 223.93 

Table 9. 1:  VRMS Data from the AVRMS Register and the Calibrated Actual VRMS Values for 200W Load 

 

AVRMS data in hex AVRMS data in decimal Calibrated VRMS in decimal (V) 

1013c5 1053637 223.69 

10f207 1110535 235.77 

1019b6 1055158 224.01 

102051 1056849 224.37 

101fea 1056746 224.35 

Table 9. 2: VRMS Data from the AVRMS Register and the Calibrated Actual VRMS Values for 400W Load 

 

AVRMS data in hex AVRMS data in decimal Calibrated VRMS in decimal (V) 

1020ad 1056941 224.39 



101 

 

101283 1053315 223.62 

101d67 1056103 224.21 

1019e1 1055201 224.02 

101da7 1056167 224.22 

Table 9. 3: VRMS Data from the AVRMS Register and the Calibrated Actual VRMS Values for 500W Load 

AIRMS data in hex AIRMS data in decimal Calibrated IRMS in decimal (A) 

2a94c 174412 0.8895 

2a841 174145 0.8881 

2a884 174212 0.8884 

2a83b 174139 0.8881 

2a8c2 174274 0.8887 

Table 9. 4: IRMS Data from the AIRMS Register and the Calibrated Actual IRMS Values for 200W Load 

 

AIRMS data in hex AIRMS data in decimal Calibrated IRMS in decimal (A) 

553fd 349181 1.7808 

55334 348980 1.7798 

55499 349337 1.7816 

55550 349520 1.7826 

555ea 349674 1.7833 

Table 9. 5: IRMS Data from the AIRMS Register and the Calibrated Actual IRMS Values for 400W Load 

 

AIRMS data in hex AIRMS data in decimal Calibrated IRMS in decimal (A) 

6b5f8 439800 2.2430 

6b375 439157 2.2397 

6b4ee 439534 2.2416 

6b44c 439372 2.2408 

6b596 439702 2.2425 

Table 9. 6: IRMS Data from the AIRMS Register and the Calibrated Actual IRMS Values for 500W Load 
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Chapter 10 

Conclusion 

10.1 Shortcomings 

To find out the real power consumption, we have used Vrms and Irms Register values (0x0D and 

0x0A) for real power calculation, which does not provide us the most accurate real power 

consumption. For more accurate measurements, AWATTHR register (0x01) should have been 

more suitable for calculation. However, the calibration process for Watt-hour registers are more 

complex than that of rms registers, and due to insufficient time and complexity, we chose not to 

follow this path,  although, calibration in this procedure would give more accurate results. 

Also there have been no options for customization added to this project, as the Access Point SSID 

or password may change and there we might need some customizations. No such user friendly 

components have been added to this final design that might help the user customize, other than 

reprogramming the whole microcontroller chip. 

Also, we should be aware of the fact that, there might be some circumstances when the meter 

might not be able to connect to a wifi access point, the internet service could be temporarily 

unavailable for some reason. In those cases, the microcontroller will be continuously reading data 

from the meter, but will not be able to post those information in the server. As a result, some 

consumption data might not be calculated. 

Another issue with the system is that, after the balance is reduced to zero, the system cuts off the 

main power to the load, without any warning.  
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10.2 Solutions 

To address the customization problem, a keypad should be added to the design. Using the keypad, 

the user should be able to connect to different access points, or give input the changed SSID or 

password to the microcontroller to establish connection. An Alphanumeric Keypad could be used 

for this purpose. 

 

 

Figure 10. 1: Alphanumeric Keyboard [34] 

 

About the second issue, we could use EEPROM (Electrically Erasable Programmable Read Only 

Memory). ATmega32 has an internal EEPROM which has a size of total 1024 bytes. It is organized 

as a separate data space where single bytes could be read and written. The EEPROM in ATmega32 

has an endurance of 100000 write-erase cycles. It would be better to use an external EEPROM 

rather that the internal one in ATmega32, as when the write-erase cycles will come to an end, the 
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entire microcontroller might need to be changed. In case of the External EEPROM, we’d need to 

change only that after some time intervals. 

When the ATmega32 might fail to connect with the wifi access point for some reason, it would 

get response “WIFI DISCONNECT\r” from the ESP. Receiving this the ATmega32 would transfer 

the data to the EEPROM by some communication protocol. After establishing connection again, 

the data written in the EEPROM would be transferred to the Server via ESP. The RTC data would 

provide the information when this data was recorded. 

About the issue with the sudden power disconnection, the system could warn the user of a possible 

null balance, after the balance is reduced to a certain limit. When the balance has fully depleted to 

zero, the system could provide a grace period, for the users to refill their balance, for a limited 

amount of time, decided by the administrators. 

 

10.3 Summary 

Throughout this paper, there were discussions on the implementations of IoT in recent times in 

various areas. Some areas where this implementation might come in handy, just like in the case of 

Electricity Meters. There had been thorough discussions on some metering IC’s used nowadays 

and why we chose ADE7758 for our project. We studied its features, we learned about its 

communication protocol. We have utilized its communication properties to store valuable data 

from it to a microcontroller, which is in our case ATmega32. And towards the end of the paper, 

we discussed how we would send those information wirelessly to the server. We had an overview 

of the database prepared for our cause and studied its structures and data hierarchy. And also, we 

showed how those information can be viewed with solid authorization to maintain data 
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transparency between the users and the administrators. We also pointed out some lacking and flaws 

of this design and we also offered some relevant solutions. Last time, when we demonstrated our 

work to our respected supervisor, the Energy measurements were not properly calibrated and not 

giving expected readings. And without his approval to our solution to this problem, we proceeded 

with our thesis defense. If the project along with all these discussions, can reduce corruption and 

contribute to making our daily lives faster by bringing necessary electricity consumption data 

directly to our phones, then this project will have served its true purpose. 
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Appendix A 

Specifications of ADE7758 [20] 

AVDD=DVDD=5V±5%, AGND=DGND=0V, on-chip reference, CLKIN=10 MHz XTAL, 

TMIN to TMAX=−40°C to +85°C [20].  
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Appendix B 

ADE7758 Pin Function Descriptions [20] 
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Appendix C 

ADE7758 Register Chart [20] 
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Appendix D 

Measurement Mode Register (0x14) Chart [20] 

By writing to the MMODE register the configuration of the period and peak value measurements 

are done by the ADE7758 [20]. 
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Appendix E 

Waveform Mode Register (0x15) Chart [20] 

Waveform sampling mode of the ADE7758 is defined by writing to the WAVMODE register [20]. 

 

 

Appendix F 

SPI Initial Codes 
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Appendix G 

ADE7758_WRITE method 
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Appendix H 

ADE7758_READ_8_bit 
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Appendix I 

UART Settings Code 
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Appendix J 

ATE- AT Commands Echoing [27] 

 

 

Appendix K 

AT+RST- Restarts the Module [27] 
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Appendix L 

AT+CWMODE_DEF – Sets the Default Wi-fi Mode [27] 

  

Appendix M 

AT+CIPMUX – Enable or Disable Multiple Connections [27] 
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Appendix N 

AT+CWJAP_DEF – Connects to an Access Point [27] 
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Appendix O 

AT+CIPSTART – Establishing TCP Connection [27] 

 

Appendix P 

AT+CIPCLOSE – Closes the TCP Connection [27] 
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Appendix Q 

AT+CIPSEND – Sends Data [27] 
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Appendix R 

Wi-fi Send AT Command Function Codes 

 

 

Appendix S 

Wi-fi Echo Disabling and Reset Functions 
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Appendix T 

Wi-fi Connect to an AP Function 

 

 

Appendix U 

Wi-fi Link Open Code 
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Appendix V  

Wi-fi Send Data Code 

 

 

 

 

 

 

 

 



129 

 

Appendix W 

Esp Response String Compare Code 
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Appendix X 

Wi-fi Event Handler Code 
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Appendix Y 

Twi Core Library 

 

 

Appendix Z 

Connection Establishing Code 
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Appendix AA 

Dummy Transaction Ids  

 

These are some dummy transactions which are restored in the system. You need to generate or 

type manually to add a transaction, consisting of a value to the system 

Appendix BB 

Cost Calculation Code 

 

At first, it gets the usage and checks it in the tier-based cost. If the cost is above 600, per unit cost 

will be multiplied with 10.7. After that it goes to the other tiers for checking. 
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Appendix CC 

Code of the Proper Usage of the Month 
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Appendix DD 

Account Controller 
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Appendix EE 

SPSR Register 

 

Figure: SPSR Register [24] 

 

SPIF:  

When the device is configured as a Master Device, this bit in set in two different circumstances. 

When SS pin is configured as an input pin and has been driven low by an external device. Or for 

our case, when a data transfer is complete. 

WCOL: 

This bit is set when we load data on SPDR before the Data Transfer is even completed. 

SPI2X: 

Setting this bit to one, doubles the data transfer speed. Works in Master mode only. 
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Appendix FF 

SPCR Register 

 

Figure: SPCR Register [24] 

SPIE: 

If this bit is set and Global Interrupt is enabled, then when SPIF in the SPSR register is set, an 

Interrupt Service Routine will initiate. SPIE bit was not used in our case.  

SPE: 

Setting this bit simply enables the SPI Protocol for communication. 

DORD:  

Data Order bit decides the order of data bits to be sent or received. Setting this bit to 1, will make 

the LSB of the data bit to be transmitted / received first. Setting this bit to 0, will make the MSB 

of the data to be transmitted / received first. By default, it remains 0, and for our case this bit is 0 

as well to ensure MSB is transmitted first. 

MSTR: 

Setting this bit to 1, configures the device as the Master Device, and 0 as the Slave device. For our 

case, ATmega32 is the Master Device and Ade7758 functions as the Slave device. 
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CPOL and CPHA: 

For the SPI Communication to work properly, both the master and the slave device must agree on 

CPOL (Clock Polarity) and CPHA (Clock Phase). The CPOL and CPHA determines the SPI 

Modes for communication. 

 

Table: SPI Communication Modes [24] 

 

 

 

 

These figures explain clearly the SPI Communication modes: 

 

Figure: SPI Mode 0, CPOL = 0, CPHA = 0: CLK idle state = low, data sampled on rising edge and shifted on 

falling edge. [23] 
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Figure:  SPI Mode 1, CPOL = 0, CPHA = 1: CLK idle state = low, data sampled on the falling edge and shifted on 

the rising edge. [23] 

 

Figure: SPI Mode 2, CPOL = 1, CPHA = 1: CLK idle state = high, data sampled on the falling edge and shifted on 

the rising edge. [23] 

 

Figure: SPI Mode 3, CPOL = 1, CPHA = 0: CLK idle state = high, data sampled on the rising edge and shifted on 

the falling edge. [23] 

The Timing Diagram of ADE7758 suggests that the SPI Communication mode is 1 for that 

particular IC. We’ll explain the ADE7758 Timing diagram in the later Chapters. 
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SPR0 and SPR1: 

These bits along with the SPI2X in the SPSR register sets the clock rate. They are used to choose 

the oscillator frequency divider where fosc is the internal clock frequency. In our case, we are using 

an external oscillator crystal of 16MHz connected with the ATmega32. So fosc is 16MHz. 

 

Table: Frequency Divider [24] 

For our use, we set SPR0 to 1, so that the Clock Frequency becomes fosc / 16 = 1 MHz. 
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Appendix GG 

SPDR Register 

 

Figure: SPDR Register [24] 

The SPI Data Register is a Read / Write Register. To write data to Shift Register, data must be 

written in the SPDR Register. As for reading data from the Shift Register, data must be read from 

SPDR Register as well. Writing before the previous data being sent, or reading before the previous 

data being received will result to data collision. 

 

Appendix HH 

UDR Register 

 

Figure: UDR Register [24] 
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Appendix II 

UBRR Register 

 

Figure: UBRR Register [24] 
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Appendix JJ 

UCSRA Register  

 

Figure: UCSRA Register [24] 

RXC: This bit is set when there is a Received data in the UDR, waiting to be read, and is cleared 

when the Receive Buffer becomes empty once again. 

TXC: This bit is set when the entire data in UDR is transmitted out and there are no longer any 

data in the transfer buffer register. 

UDRE: Bit is set when UDR is Empty. 

FE: Bit is set when there is a Frame Error, that is when the first stop bit of the next character in the 

receive buffer is 0. 

DOR: Data Overrun. This bit is set when the Receive buffer is full and yet a new Start bit is 

detected. 

PE: This bit is set when a Parity Error has occurred when receiving data bits, and this bit is 

activated by setting 1 in the UPM. 

U2X: This bit needs to be set, if the data transmission speed needs to be doubled (2x). 

MPCM: Is high when Multi Processor Communication mode needs to be enabled. 
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Appendix KK 

UCSRB Register 

 

Figure: UCSRB Register [24] 

RXCIE: Receive Complete Interrupt Enable. Setting this bit to 1 enables the Interrupt Flag on 

RXC. This bit was set to 1 for the program. 

TXCIE: Transfer Complete Interrupt Enable. Setting this bit to 1 enables the Interrupt Flag on 

TXC. 

UDRIE: Setting this bit to 1 enables the interrupt flag when the UDR is empty, in other words 

when UDRE is 1. 

RXEN and TXEN: These bits enables receive and transfer function and this bits need to be set as 

1, for any UART Communication. 

UCSZ2: Details about this bit will be discussed in the next section. 

RXB8 and TXB8: These bits are the 9th data bits to be received / transmitted when working in 9 

data bit mode. 
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Appendix LL 

UCSRC Register 

 

Figure: UCSRC Register [24] 

URSEL: Setting this bit to 1, will select this Register to operate as UCSRC. 

UMSEL: When this bit is 0, the communication mode is Asynchronous, 1 for Synchronous 

Communication. 

UPM: UPM1 and UPM0 bits sets the Parity Error Checker. 

 

Table: UPM Settings [24] 

For our case, the Parity Checker was Disabled. 

USBS: This bit selects the number of stop bits for the transmission data. This bit is ‘0’ when stop 

bits are 1 and ‘1’ when there are 2 stop bits. 

UCSZ: UCSZ1 and UCSZ0 along with UCSZ2 from the UCSRB sets the number of data bits. 
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Table: UCSZ Settings [24] 

 

UCPOL: This bit decides the clock polarity.  

 

Table: UCPOL Settings [24] 

 

 

 

 

 

 



146 

 

Appendix MM 

TWI Registers: 

TWBR: 

 

Figure: TWBR Register [24] 

TWCR: 

 

Figure: TWCR Register [24] 

 

TWSR: 

 

Figure: TWSR Register [24] 
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TWDR and TWAR: 

 

 

Figure: TWDR register [24] 

 

 

Figure: TWAR register [24] 
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Appendix NN: 
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Appendix OO  

Connection using TCP Client Socket  

TCP (Transmission Control Protocol) is one of the main protocols in TCP/IP networks. Using 

TCP, we are creating an endpoint with which the device communicate with the server. It enables 

two hosts to establish a connection and exchange streams of raw data shown in the fig 3.2. The 

delivery of data is guaranteed by TCP and the packets will also be delivered in the same order in 

which they were sent. The server on which our project is built is a HTTP web server and it is on 

top of TCP, meaning that every HTTP request uses TCP as its transfer protocol making it a subset 

of TCP. It occurs on port 80 of a web server. 

 

 

 

 

 
 

 

Businesses are continuously searching for new and innovative ways and means to offer their 

services via the Internet to take advantage of the opportunities presented by the Internet. This 

created enormous demand for software designers and engineers with the ability to create new 

internet-enabled applications or transfer existing/legacy applications to the internet platform. The 

key elements for the development of Internet-enabled applications are a good understanding of the 
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issues involved in implementing distributed applications and sound knowledge of the basic models 

of network programming. The project also uses a socket programming which helps us to send and 

receive data during the transmission. Network-based systems consist of a server, client and a media 

for communication. A running computer which makes a request for services is called a client 

machine whereas a running computer which accepts requested services from one or more clients 

is called a server machine. The communication can be done through a network which can be wired 

or wireless. In our case, we are using a wireless communication. Generally, programs running on 

client machines makes requests to a server running machine. This whole process involves 

networking services which is provided by the transport layer, being a part of the Internet software 

slack, often called TCP/IP. Socket programming are widely used for these protocols. TCP is a 

connection-oriented protocol that provides a reliable flow of data between two computers as 

mentioned before. HTTP, FTP, Telnet are some services which uses this TCP. [31] 

Host Identification and Service Ports 

The computer that are connected to the internet are identified by a unique 4-byte Ip address. It is 

written in dotted quad format where each byte is an unsigned value between 0 and 255.Domain 

names are registered and names are converted into IP addresses. Generally, there is only one 

Internet address for each computer. Computers, however, often need to communicate and provide 

more than one type of service or speak at a time to multiple hosts/computers. For example, all 

running simultaneously can be multiple ftp sessions, web connections, and chat programs. A port 

concept, a logical access point, represented by a 16-bit integer number, is used to distinguish these 

services. That means that a port number identifies each service offered by a computer uniquely. 

Each internet packet contains both the host address of the destination and the port number on the 

host to which the message/request must be sent. The host computer displays the packets it receives 
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within the packets by looking at the specified port numbers within the packets. That is, when a 

letter is sent via post/snail mail and port number as the name of a specified person to whom the 

letter must be delivered afterwards, IP address can be considered as a house address.  

In our project, we also establishing a connection with host through a local server where the server 

is accepting requests from the ATmega32 and sending an acknowledgement to it afterwards. At 

first, we are starting the server from the command window and also starting another TCP server 

on 8001 port to establish connection. 

Socket and Socket-based Communication 

Sockets provide an interface on the transport layer for programming networks. Sockets network 

communication is very similar to I/O file communication. In fact, the handle of sockets is treated 

as the handle of files. Also applicable to socket-based I/O is the streams used in file I/O operation. 

Communication based on sockets is independent of the programming language used to implement 

it. That means a C language written socket program can communicate to a non-C socket program 

written program. A server runs on a particular computer and has a socket linked to a particular 

port. The server is listening to a client's socket to request a connection (Fig. 3.2.2 a). The server 

accepts the connection if all goes well (Fig. 3.2.2 b). The server receives a new socket bound to a 

different port upon acceptance. In order to continue listening to the original socket for connection 

requests while serving the connected client, it needs a new socket (i.e. a different port number). 
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Figure: Establishment of path for two-way communication between a client and a server [31]  
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